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1
Decision/action requested




The group is asked to discuss and agree on the proposal.
2
References

[1]
3GPP TR 28.903-030 “Study on alignment with ETSI MEC for Edge computing management”
3
Rationale
This pCR suggests to add a potential solution related to the first issue for application lifecycle management,
1, when and how ECSP management system create an NS when receiving the creating EAS request from ASP.
4
Detailed proposal
It is proposed to add a potential solution for application LCM in clause 5.2.2 of TR 28.903-030 [1].
	1st change


5.2
Key Issue# 2: Application lifecycle management

5.2.1
Description

3GPP TS 28.538 [6] specifies the EAS lifecycle management procedure by interworking with ETSI NFV MANO by invoking InstantiateNsRequest or UpdateNsRequest operation as specified in ETSI NFV IFA013 [7]. An NFV Network Service (NS) as defined by ETSI NFV is a composition of Network Functions (NF) (VNF or PNF). 

With ETSI MEC [3], MEO (when ETSI NFV is not involved) or MEAO (when ETSI NFV is involved) provides the application instance lifecycle management interface, which is similar to VNF LCM interface. The consumer of MEO or MEAO does not need to take creation of NS into consideration when requesting creation of an application instance.

The main issue related to application LCM is the following:

1, when and how ECSP management system create an NS when receiving the creating EAS request from ASP.

2, whether the application instance lifecycle management interface produced by MEO or MEAO could be used for EAS lifecycle management.
5.2.2
Potential solutions
5.2.2.1
Potential solution#1
This solution addresses the first issue for the application lifecycle management.

In this solution, ECSP management system automatically creates an NSD for EAS creation.  

The figure 5.2.2.1-1 depicts the main steps for how ECSP management system creates an NSD when processing EAS
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1. ASP requests for EAS deployment, this referes to step 1 in clause 7.1.2.1 in TS 28.538 [6].

2.ECSP management system analysis the requirement for EAS VNF instantiation, this referes to step 3 in clause 7.1.2.1 in TS 28.538 [6].

3.ECSP managemeny system create a NSD for the EAS VNF instantiation, the NSD only constains the VNFD of the EAS VNF.

4.Before requesting EAS VNF instantiation with ETSI NFV MANO, ECSP management system uploads the NSD to NFVO. Afterwards, ECSP management system invokes InstantiateNsRequest operation to request NFVO to instantiate the NS instance including the EAS VNF instance.
5.NFVO sends a notification to ECSP management system indicating the result of instantiation procedure 
6. ECSP management system notifies ASP about the successful instantiation of the EAS.

For the same ASP, ECSP management system could use a single NS for all its EAS VNFs instantiation. For example, after step 6, when the same ASP requests to deploy another EAS, ECSP management system could decide to use the same NS as created in step 4, and invokes UpdateNsRequest operation with NFVO for instantiating a new EAS VNF instance.
5.2.2.1
Solution evaluation

This solution does not impact the current EAS deployment procedure, creation of NSD is only the internal procedure in ECSP management system.
	End of change
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