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1
Decision/action requested

The group is asked to approve the proposal
2
References

[1]
3GPP TR 28.811 v0.5.0: “Management and orchestration; Network Slice Management Enhancement”

3
Rationale

3GPP TR 28.811 v0.5.0 [1] contains multiple requirements which lack identification tags.
Requirement tags are changed to avoid the abbreviation “NSP”.
Also, there is inconsistent use of the terms “should” and “may”.

4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.501 v16.6.0: "System architecture for the 5G System (5GS); Stage 2"
[2]
3GPP TS 28.541 v17.0.0: "5G Network Resource Model (NRM); Stage 2 and stage 3"
[3]
3GPP TS 28.531 v16.7.0: "Management and orchestration; Provisioning"
[4]
3GPP TS 28.530 v16.3.0: "Management and orchestration; Concepts, use cases and requirements"
[5]
3GPP TS 28.532 v16.6.0: "Management and orchestration; Generic management services"

[6]
3GPP TS 28.545 v16.1.0: "Management and orchestration; Fault Supervision (FS)"

[7]
3GPP TS 28.550 v16.7.0: "Management and orchestration; Performance assurance"

[8]
3GPP TS 28.554 v17.1.0: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)"
[9]
3GPP TS 23.558 v1.2.0: "Architecture for enabling Edge Applications"
[10]
3GPP TS 22.011 v17.3.0 “Service accessibility”
[xx]
GSMA NG.116 Generic Network Slice Template v1.0 (2019-05-23) - https://www.gsma.com/newsroom/wp-content/uploads//NG.116-v1.0-4.pdf.

	2nd change


6.1
Potential requirements for Network Slicing Management to support roaming
· REQ-ROAM-1 The 3GPP management system should have the capability to allow a specific S-NSSAI to be used for outbound roaming to a specific PLMN.

· REQ-ROAM-2 The 3GPP management system should have the capability to allow a specific S-NSSAI to be used for inbound roaming from a specific PLMN.

6.2
Potential requirements for Network Slicing Management to support network slice isolation
· REQ-ISOL-1 The 3GPP management system should have the capability to allocate network slice or network slice subnet based on granular isolation requirements on the network slice.

Note: For example, instead of binary sharing/non-sharing indicator, granular isolation requirements could be multi- levels requirement, such as isolation attribute specified in GSMA PRD NG.116

· REQ-ISOL-2 The 3GPP management system should have the capability to, based on isolation requirements associated with the service profile and slice profile, group network slices or network slice subnet with same isolation requirements and isolation level.

· REQ-ISOL-3 The 3GPP management system should have the capability to support authorized network slice or network slice subnet related management service consumer to query the available isolation groups for the network slice or network slice subnet to be deployed.
· REQ-ISOL-4 The 3GPP management system should have the capability to support authorized network slice related management service consumer to select the appropriate isolation group for the network slice to be deployed.
Note: For example, the authorized network slice or network slice subnet related management service consumer could be another high privileged management system or administrator of the NOP.

6.3
Potential requirements for Network Slicing Management to support edge computing
· REQ-EDGE-1 The 3GPP management system should have the capability to allow a ServiceProfile <<dataType>> (cf. TS 28.541) to be extended with edge computing related service requirements, for the cases where the corresponding communication service includes one or several edge application services.

6.4
Potential requirements for Network Slicing Management to support network slice specific authentication
· REQ-NSSA-1 The 3GPP management system should have the capability to support NSSAA requirement for a network slice

Note: refer to GSMA NG.116 [xx] for the requirement of Network Slice Specific Authentication and Authorization (NSSAA).
· REQ-NSSA-2 The 3GPP management system should have the capability to support configuring NSSAA indication for a network slice

· REQ-NSSA-3 The 3GPP management system should have the capability to support provisioning AMF for NSSAA

· REQ-NSSA-4 The 3GPP management system should have the capability to support provisioning NSSAAF for NSSAA

· REQ-NSSA-5 The 3GPP management system should have the capability to support provisioning AAA-S and AAA-P for NSSAA

· REQ-NSSA-6 The 3GPP management system should have the capability to support managing and provisioning  NSSAA credentials for network slice
6.5
Potential requirements for Network Slicing Management to support network slice protection on N6 interface
· REQ-PROT-1 The 3GPP management system should have the capability to support service level requirement to protect N6 interface of a network slice.

Note 1: The service level requirement to protect N6 interface of a network slice could be captured in service profile (or SLS) of a network slice.

· REQ-PROT-2 The 3GPP management system should have the capability to support translating service level requirement to protect N6 interface of a network slice to requirements on network slice subnets.

Note 1: For example, the requirements on network slice subnet to protect N6 interface could be captured in a slice profile of a core network slice subnet.

· REQ-PROT-3 The 3GPP management system should have the capability to support translating requirements of network slice subnet to protect N6 interface to configuration parameters of network functions or security functions, to facilitate deploying and configuring security function chain to protect N6 interface for a network slice.

Note 1: The configuration parameters of network functions could be traffic routing information configured in PCF, SMF or UPF. Please refer PCC rule of 23.503 and related NRM fragment defined in 28.541

Note 2: For example, according to N6 interface protection requirement, a firewall could be deployed and configured in core network slice subnet to protect N6 interface of the network slice. 3GPP management system may coordinate with other systems, e.g. management system defined in NFV or IETF, for security function deployment and configuration.   

	End of changes


