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These questions and answers will be used to progress the SA5 work for FS_NSCE.

Question 1: Use case for exposure
During the SA5#138e OAM call#3, there are different views towards the use cases for product order, business level/network level/service level information exposure. We need to converge on the use case for different level exposure.
Question: What is the use case for product order, business level/network level/service level information exposure?
	Company
	Comments

	
	


	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	






Question 2: What to expose to vertical
During the SA5#138e OAM call#3, there are different views on what can be exposed to verticals. We need to converge on what can be exposed to vertical and whether all the exposure should go through BSS. 
Question: What can be exposed to vertical? Should all the exposure go through BSS?
	Company
	Comments

	TEF
	All interactions with external customers (e.g. vertical) shall necessary go through BSS. Can live with EMGF being hosted by BSS. In this case, EGMF behaves likes a API GW.  Can live with EGMF, as a MnS producer in OSS, being consumed by BSS application which has API with external consumer.

	Samsung
	Can live with direct eMnS access without going through BSS.

	DT
	Can live with direct eMns access without going through BSS.

	Orange
	Same view with TEF

	Alibaba
	Can live with both ways

	
	

	
	

	
	

	
	


Way forward:
What is the use cases where eMnS access can be done without going through BSS?

Question 3: EGMF
There are different view on the meaning of EGMF and its related scope. Further, the relation with other functions also need to be identified.
Question: What is the meaning of EGMF and what is the scope of EGMF? And what is the relation with other functions (e.g. access control)
	Company
	Comments

	Huawei
	EGMF can provide eMnS for communication service (e.g. communication service level alarm/performance information supervision) and network and network slice (e.g. network and network slice level alarm/performance information supervision) and also SubNetwork and network slice subnet (e.g. Subnetwork and network slice subnet level alarm/performance information supervision)

	Samsung
	EMGF only builds the access authorization logic for our MnS. Verticals can directly access the eMns from proper eMnS producer (not EGMF)

	TEF
	EMGF can not directly be consumed by external customer if located at service management layer within OSS. Instead, high-level service API (through BSS?) should be used. 
Can live with EMGF being hosted by BSS. In this case, EGMF behaves likes a API GW.  Can live with EGMF, as a MnS producer in OSS, being consumed by BSS application which has API with external consumer.

	Orange
	Same view with TEF

	Alibaba
	Prefer EGMF being hosted by OSS. Can provide eMnS and also access control functionality. No sure what needs to be standardize if EGMF is hosted by BSS.

	
	

	
	

	
	

	
	


Way forward: 
Whether to decide where the EMGF locates(e.g. in OSS or BSS) ? 

Question 4: Exposure IoC
There are different view on the whether exposure IoC need to be studied in SA5.
Question: Whether exposure IoC or at least the template of exposure IoC needs to be studied in SA5?
	Company
	Comments

	TEF
	Out of the scope of SA5

	Alibaba
	In the scope of SA5. The eMnS regarding exposure IoC is exposed  at service management layer within OSS. Therefore, it need to be studied.

	
	


	
	

	
	

	
	

	
	

	
	

	
	


 

1. Proposed Conclusions
The proposed conclusions will be used to identify the gaps for network exposure.
<conclusion X>
<conclusion X>
<conclusion X>
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