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Classification of the Work Item and linked work items
2.1
Primary classification
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	760065
	Management and Orchestration; Provisioning
	SA5 work item

	720048
	Study on Management and Orchestration of Network Slicing for next generation network
	SA5 study item
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Justification

Network slice management has been studied in SA5, see TS 28.531 and 
TR 28.801. The network slice related management functions (e.g. CSMF, NSMF and NSSMF) can coordinate with NFV MANO and instantiate network slice when needed. In order to simplify the instantiation procedure, ServiceProfile (or network slice template)
 are used during the network slice instance 
lifecycle phases.
In current specification, CSMF within the network slice related management functions is the standardized function 
that can make the requirement for the generation of ServicePorfile 
and network slice instance. However, since the requirement of applications are changed dramatically over time, default 
network slice/ServiceProfile can not meet the requirements of certain applications. On the other hand ,third parties within different verticals (e.g. online conferencing, high resolution video) may also have their own requirements on the network slices that are needed for catering to the network KPIs for certain services. They also have the requirement to generate specific ServiceProfile based on the unique demand of their service because the existing ServiceProfiles are not satisfactory in terms of the specific services
. For example, an edge service platform may manage different types of application services. The edge service platform takes the responsibility for making request to the Operator for proper ServiceProfile and the subscription of related network slice on behalf of the application services. In case that several of the applications deliver the service requirement to the edge service platform which decides to request for ServiceProfile for catering the requirement of the application services. Without the network slice management capability exposure functionalities, the manual 
configuration of ServiceProfile between the platform and the Operator’s network slice management system causes redundant resources in terms of personnel and time. So far, there is no study in SA5 for this purpose.
To solve the aforementioned issue, network slice related management functions, which belong to the Operator’s telecom management system, can have a series of exposure functions that can be used by the third parties in order to make request for specific network slice based service for certain application level service. The network slice exposure functionalities can help Operator to efficiently obtain network slice requirement from verticals, which can also be cloud service provider, and to generate ServiceProfiles based on which more vertical customers will request for network slice instantiation.
Existing specification (i.e. TS 23.533) has defined a NF known as EGMF which can expose Operator management related capability to the communication service customer
. However, the EGMF is not well studied to cover the definition of interface towards communication service customer as well as the related procedure for achieving the management of network slice management capability exposure (e.g. ServiceProfile provisioning, modification, removal and network slice management capability query).
Therefore, this study aims to investigate the management of network slice management capability 
exposure.
4
Objective

The objectives of this study is to investigate and make recommendations on management of slice management capability exposure
, the study item will be conducted with the following objectives:
-    Use cases (e.g. NOP where the communication service customer may mainly focus on the QoS and NSaaS where the communication service customer may get into some details, such as ServiceProfile, of the network
) and requirements for management of network slice management capability exposure (e.g. ServiceProfile provisioning, modification, removal and network slice management capability query).

NOTE1: The communication service customer may also cover the network slice customer who can offer its own communication services to its own customers.

-
Define management capability exposure architecture. Support management on ServiceProfile 
and query on network slice related capabilities of Operator’s network 
(e.g. whether network slice related functions 
have been deployed within certain areas).
NOTE2: Whether an external
 OAM interface or the interface based on existing Management Function (e.g. EGMF) shall be specified can be studied in this SID.
-    Study the procedure for enabling the third party management 
(e.g. automated management) on ServiceProfile.

-
Study the procedure for enabling the operators on catering the requirements from the third party
, such as network slice related management capability query.

-
Study the management Capability exposure for event reporting for the generated ServiceProfile, e.g. error or abnormal events.

NOTE3: Whether the interface for the management Capability exposure is NRM based or operation based 
can be studied in this SID.
NOTE4: Whether ServiceProfile or only relevant information of ServiceProfile (e.g. ServiceProfile ID) can be exposed 
to the third party can be studied in this SID.
NOTE5: The management capability exposure for Non-standardized 
attribute for ServiceProfile can be studied in this SID.
NOTE6: The ServiceProfile in this SID covers the one that is generated based on the service requirement received 
from the network slice management capability exposure interfaces
.
NOTE7: The management of network slice management capability within the scope of SA2 will not be studied in this SID.
NOTE8: The charging aspects of the management of network slice management capability is out of the scope of this SID.
NOTE9: Whether the charging aspects can reuse the converged charging architecture is FFS.
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Expected Output and Time scale

	New specifications

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TR
	28.YYY
	Management aspects of network slice management capability exposure
	SA#91
Mar 2021
	SA#92
Jun 2021
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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�This is not study. Suggest to remove or distinguish the TS and TR


�again, not network slice template defined in 3GPP. If you meant GSMA GST, you may reword as “e.g. derived from GSMA GST/NEST”


�if your intention was for network slice in management plan, please use correct term in SA5 which is NetworkSlice instance, to avoid confusing with SA2 defined network slice instance which is actual network slice subnet in SA5


�CSMF, is not standardized MnF, neither communication service itself. CS has not been specified in SA5


�ServiceProfile is attribute of NetworkSlice IOC, we had discussion to change it to IOC but haven’t made agreement so far, so generation of ServiceProfile is not supported by network slice producer so far.


�In NSaaS mode, the network slice consumer could create NetworkSlice instance based on its own requirements represented in ServiceProfile. This is potentially supported in existing MnS. (Create/ModifyMOI + NRM), we’d like to know what’s addition you want?


�again existing MnS already enables the NSC to provide and modify their ServiceProfile, especially in NSaaS mode.


�The existing MnS already support “automatically” provisioning NetworkSlice instance, including ServiceProfile attribute of the MOI. Seems your issue is more about how an application automatically generate related service requirements and trigger modifying on ServiceProfile attribute, right?


�Let’s separate communication service and network slice here. CS has not been specified in SA5. 


�still unclear what kind of capability? management capability (e.g. management services could be supported by the 3GPP system) or capability of a deployed managed object (e.g. capability of a network slice)?


�What does management of EGMF/MCEG exactly mean hear? Do you mean provisioning rules/policies of EGMF/MCEG for specific network slice consumer? If so it could be connected to SI FS_MNSAC


�The explanation of network slice as NOP internal and NSaaS modes here was confusion and even incorrect. You should either remove or refer to its existing definition 


�Again ServiceProfile management is MnS supported already, still can’t understand what does management of  EGMF/MCEG mean here?  And what does “network slice management capability query” mean?  does it mean read ServiceProfile based on this context?


�We had discussion in another thread and didn’t encourage one role plays another role. The description here is confusion. And again why mixed communication service and network slice? 


�As mentioned before, what does management on ServiceProfile mean? 


�You want to query the capability of a network slice or management capability (e.g. what’s MnS supported for a specific slice)


�What does these functions mean? Do you mean service such as eMBB/mIOT/uRLLR, or network functions? 


�what does external mean here? MnS exposed by EGMF can be external also


�do you mean create/delete/read/writhe, etc.? 


�what does “catering” mean here?


�what’s the different between ServiceProfile and other existing MOI. This is connected to FS_MNSAC


�Very confused here. SA5 adopt model driven Service Based Management Architecture (SBMA) since Rel15. Management Service is specified in SA5, which including MnS component Type A (e.g. operations), type B (e.g. NRM) and type C (e.g. PM/FM data) 


�This is connected to FS_MNSAC





�Do you mean P-NEST or VSData or both?  Anyway this is connected to FS_MNSAC





�Do you mean generate a ServiceProfile instance (in case we will define ServicProfile as IOC) in OAM system based on service requirements in e.g. create network slice request?


�Does it mean MnS exposed to specific MnS for network slice management? If so  �this is connected to FS_MNSAC.





