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1
Decision/action requested

The group is asked to approve the proposal.
2
References

[1]
3GPP TR 28.811 v0.1.0: “Management and orchestration; Network Slice Management Enhancement”

3
Rationale

This contribution adds scenario related to multi-operator network slicing and identifies possible problems.

4
Detailed proposal

This contribution proposes to make the following changes in [1].

	1st Change


5
Scenarios for Network Slicing Management Enhancements

5.1
Network Slice covering multiple networks


5.1.1
Description

CSP wishes to provide a communication service in multiple countries or regions. The CSP has selected NOP-A as network slice provider. NOP-A does not have RAN coverage in all of the geographical areas that are required by the CSP.

NOP-A selects NOP-B to provide RAN coverage for one or more geographical areas, and agrees slice subnet requirements with NOP-B.

NOP-A orders the allocation of a network slice subnet by NOP-B. NOP-A may issue the request to NOP-B’s 3GPP management system, or NOP-B may issue the request to its own 3GPP management system.


5.1.2
Identified problems

The Network Slice instance is modelled as a set of MOIs which exist partially in NOP-A’s management system and partially in NOP-B’s management system.

NOP-A’s management system will contain NetworkSliceMOI, the cross-domain NetworkSliceSubnet MOI, and the CN NetworkSliceSubnet MOI.

NOP-B’s management system will contain the RAN NetworkSliceSubnet MOI.
As part of the provisioning phase, the cross-domain NetworkSliceSubnet MOI in NOP-A’s management system should be configured with a reference to the RAN NetworkSliceSubnet MOI in NOP-B’s management system.

In the operation phase, it is unclear whether NOP-A will be able to supervise and modify the network slice subnet and associated resources provided by NOP-B. NOP-A will be limited by security restrictions and by Exposure Governance restrictions.
Editor’s note: Further study is needed on the impact of restrictions on access to NOP-B’s management system, and the minimum operations capabilities needed for NOP-A to effectively operate the network slice.








	End of changes
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