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### 4.1.1 Void
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Annex C (informative):
Communication service assurance service

Communication service assurance relies on a set of management services that together provide the CSP with the capability to assure the communication service as per agreement with a CSC (e.g. enterprise). The overall solution and information flows between management services and control steps [2] are shown in Figure C.1.



Figure C.1: Overview of information flows

In Figure C.1 the controlled entity represents the resources used by a communication service and the assurance of this communication service is provided by the loop between the different management services provided by the management system. The input to the loop is the data concerning the resources used by the communication service which is monitored by the control step "Monitor", and the output of the step "Decide" may be a possible action for the control step "Execute", when for example the service experience degrades, the resources used by a communication service have to be adjusted. The role of the intelligence services is to provide variable degrees of automated decision making and human oversight support. The data associated with the communication service is monitored by the management services for data collection, the management service provides information to the analytics management service and based on that information the assurance root cause analysis takes place followed by propose mitigation or suggestion to solve the problem. The mitigation or problem-solving suggestion is executed to bring the behaviour of the communication service within the requested boundaries of the metrics (SLS goals) that are controlled by the loop.

The management services available for the control steps for "Monitor", "Analyse" and "Decide" are based on file transfer described in TS 28.550 [3], or data streaming described in TS 28.550 [3] and notifications described in TS 28.545 [4].

The information provided from the "Monitor" step to the "Analyse" step includes performance measurements (see TS 28.552 [12]), KPI’s (see TS 28.554 [13]), performance threshold monitoring events and fault supervision events (see TS 28.532 [7]).

The insights provided from the "Analyse" step to the "Intelligence" step includes analytics outcomes that are not specified in the current release of present document.

The decision provided from the "Intelligence" step to the "Execute" step includes policy configuration see TS 28.541 [6] and intent configuration management which is not specified in the current release of present document
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