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1
Decision/action requested

The group is asked to discuss and approval.
2
References

[1]
3GPP TS 28.535: “Management and orchestration; Management services for communication service assurance; Requirements v1.2.0”.
3
Rationale
Currently clause 6 described two use case (6.1.1 Communication service quality assurance and optimization of communication services, NWDAF assisted CSI SLS Assurance), both are describe how to perform the SLS assurance. The use case for SLS assurance control is missing, which can used to derive the SLS assurance control MnS/Model requirements, align with assurance management NRM fragment.
4
Detailed proposal

It proposes to make the following changes to TS 28.535[1].
	1st  Change


6.1.X
Communication service SLS assurance control 

The goal of this use case is to enable the MnS consumer control the communication service SLS assurance close loop(s) (e.g. specify the SLS to be assured, enable/disable the SLS assurance, specify the assurance time for certain SLS) and obtain the SLS fulfil information provided by MnS producer. 
It is assumed that the MnS producer maintains SLS assurance close loops for multiple SLSs. The detailed SLSs for network slice assurance are captured in ServiceProfile (e.g. latency, Throughput) associated to network slice and the detailed SLS for network slice subnet assurance are captured in SliceProfile (e.g. latency, Throughput) associated to network slice subnet.
When MnS producer received SLS assurance close loops(s) creation request with SLS assurance requirements for certain managed Entity (i.e. network slice, network slice subnet) from MnS consumer, the SLS assurance requirements may include information of which SLS should be assured (e.g. latency should be assured), the SLS assurance granularity (e.g. per UE, per Network Slice, per S-NSSAI), SLS assurance condition (e.g. SLS assurance duration time, SLS assurance fulfillment requirements (e.g. the ratio of the SLS assurance time during the whole service usage time) ), the MnS producer create SLS close loop managed object instance contained by the specified managed Entity (i.e. NetworkSlice, NetworkSliceSubnet) and configure the received SLS assurance requirements in the created SLS close loop managed object instances. The MnS producer perform the network and/or service management to satisfy the SLS assurance requirements by adjusting the network (e.g. adjust the network topology, configure RRM policy) to satisfy the required SLS assurance requirements. 
During the SLS assurance close loop operation phase, the MnS consumer may request MnS producer to enable/disable the corresponding SLS assurance or update the SLS assurance requirements if needed, then MnS producer update corresponding the SLS assurance close loop managed object instance to ensure the MnS producer perform the SLS assurance close loop based on the new request.
During the SLS assurance close loop operation phase, the MnS producer may report the SLS assurance close loop progress information (e.g. current step) and fulfil information (e.g. SLS assurance requirements is satisfied or not) to the MnS consumer.
	2nd  Change


6.2
Requirements

REQ-CSA-CON-01 The 3GPP management system shall have the capability to take actions for a set of communication services serving certain group of UEs based on the target SLS.
REQ-CSA-CON-02 The 3GPP management system shall have the capability to collect service experience information.

REQ-CSA-CON-03 The 3GPP management system shall have the capability to analyse the performance information related to the set of communication services serving certain group of UEs.
REQ-CSA-CON-04 The 3GPP management system shall have the capability to modify the configuration parameters related to the set of communication services serving certain group  of UEs. 

REQ-CSA-CON-05
The 3GPP management system shall have the capability to collect NSI related QoE data from NWDAF.

REQ-CSA-CON-06
The 3GPP management system shall have the capability to derive CSI related QoE data from the collected NSI related QoE data.

REQ-CSA-CON-07
The 3GPP management system shall have the capability to ascertain SLS breach.

REQ-CSA-CON-08
The 3GPP management system shall have the capability to perform the root cause analysis (e.g., identifying the underlying reason) for an SLS breach.

REQ-CSA-CON-09
The 3GPP management system shall have the capability to take corrective actions against the root cause identified.
REQ-CSA-CON-X
The 3GPP management system shall have the capability to allow its authorized consumer to control the SLS assurance (e.g. specify the SLS to be assurance, enable/disable, specify the assurance time and update the SLS assurance requirements).
REQ-CSA-CON-Y
The 3GPP management system shall have the capability to allow its authorized consumer to obtain the SLS assurance progress information (e.g. current step) and fulfil information (SLS assurance requirements is satisfied or not).
NOTE: The management system refers to the producer of management service for SLS assurance.
	End of changes


