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1 	Decision/action requested
The group is asked to discuss and endorse the proposal
2 	References
[1]              	TS 28.535 Management services for communication service assurance; Requirements 
[2]              	TS 28.536 Management services for communication service assurance; Stage 2 and 3 (draft)
[3]              	TS 28.530 Management and Orchestration; Concepts, use cases and requirements
[4]              	TS 28.533 Management and Orchestration; Concepts, Architecture Framework
[5]              	TR 28.806 Study on non file-based trace reporting, v 16.1.0
[6]              	TS 23.501 System Architecture for 5G System, v 16.3.0
[7]              	TS 23.503 Procedures for the 5G System (5GS)
[8]              	TS.23.288 Architecture enhancements for 5G System (5GS) to support network data analytics services, 
                 v 16.2.0
[9]              	SP-190781 WID Closed loop SLS Assurance
[10]              	TS 28.201 Charging management; Network slice performance and analytics charging in
                    the 5G System (5GS); Stage 2
[10]              	TS 28.202 Charging management; Network slice management charging in the 5G System (5GS); Stage 2
[bookmark: _Toc532898149]3 	Rationale
A proposal has been put forward to focus on a subset of WI objectives in the Rel-16 COSLA WID [9] and continue work in Rel-17. Thus, henceforth this discussion focused on points 1, 2, 3 and 4 below, and around additions to relevant TS’s [1]-[4] for a set of objectives from the WID [9].
For convenience, the objectives for Rel-16 are listed below:
1. key management control loops in SLS assurance, key entities in the loops (e.g. MDAF) and the relationship between the loops. 
2. describe important data and enable efficient data collection [for SLS assurance] from NG-RAN and 5GC (includes NWDAF information) to consumers in OAM, e.g. performance management and configuration data. 
3. describe coordination of the management functions involved in SLS assurance loops.
4. placement and role of management analytics functions in the OAM framework.
5. information exchange and actions between MDAS and other MnS within the management system.
NOTE: the strike-out text in the Rel-16 objectives are proposed to be addressed in Rel-17.
Thus, henceforth this discussion focused on points 1, 2, 3, 4 and around additions to relevant TS’s [1]-[4] for a set of objectives:
3.1 	Terminology
AIML			Artifical Intelligence Machine Learning
CHF			Charging Function
CSi			Instance of a Communication Service
CSIF			Charging Subscribing and Interaction Function
CSMF			Communication Service Management Function
MDAF		Management Domain Analytics Function
MDAS	Analytic MnS produced by MDAF exposed as service in SBMA view and consumed via an	 service 
endpoint.
Management System			Management System
NFMF			Network Function Management Function
NSi			Instance of a Network Slice
SBMA	Service Based Management Architecture
3.2 		Key entities and control loops
3.2.1 	Control loops and key entities on CSI level
SA5 is evolving the architecture description from a function oriented to a service-based management architecture description, SBMA [4]. The SBMA description in TS 28.533 [4] is evolving and the author has therefore choosen to use a functional view, including key MnS but not all, for the discussion below. It is expected that Rel-17 COSLA can be based on SBMA descriptions.
TS 28.536 Management services for communication service assurance; Stage 2 and 3, [2], describes the control steps for assuring the behaviour of a CSI according to an associated SLS, see Figure 1:
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Figure 1. Overview of information flows

As can be seen in Figure 1, the MnS for Analytics and Assurance includes MnS [analytics] capabilities for analysis and as well as proposing actions for mitigation. However, the output is a decision and there is thus lacking information which MnF and associated MnS[s] takes the decision. 
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Figure 2. Example of controlled entity associated with other entities and control loops

Output from Artificial Intelligence and Machine Learning, AIML algorithms, such as predictions, insights and mitigation proposals [recommendations], come with a probabilistic certainty of being accurate and, in the end, there is a need of an entity that decides whether and to which extent to rely on it, a procedure that itself is typically governed by guidelines from a supervising actor, e.g. a human operator, in form of a policy. This split into entities for producing analytics and mitigation proposals and an entity for deciding represents a design with split of role and responsibility. 
While the MDAF is a candidate for producing analytics MnS, MDAS, for Assurance Analysis and Proposing Mitigation, the CSMF is a candidate for being responsible for the decision on the CSI assurance.
There are other solutions as well, such as an MDAF taking the decision, thus becoming a policy server, or have CSMF include analytics capabilities. These alternatives are not excluded, but for Rel-16, it is proposed to assume CSMF as the entity responsible for making the CSI assurance mitigation decisions and the CSIF the entity for creating charging requests.
Related to this is the need to generate charging request and the CSIF is a candidate for being responsible for the decision on when to generate a charging request (e.g. information that may be used in) as illustrated in Figure 2 above.
The first ask for discussion and endorsement is thus:
	SA5 is asked to endorse the addition of a MnS for deciding on mitigation action and of CSMF as an MnF for hosting said MnS for CSI assurance. 
A more general view without naming management functions is shown in Figure 3, showing the control loop entities and the controlled entities. 
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Figure 3. Overview of control loop entities and controlled entities

3.2.2	A full stack view on Assurance control loops
While the previous section described the Assurance loop for an CSI, the associated NSI, NSSI, MF and Managed Element as well as infrastructure need also be considered. Following the control loop pattern outlined in Figure 3, a full Management System stack view could be as depicted in Figure 4.
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Figure 4. Architecture framework for control loops

Referring to Figure 4, logically, there is a set of hierarchical layers including CSI, NSI and NSSI as well Managed Entities (MEty). 
	NOTE: The Figure 4 implies a set of control loops but the intention here is for demonstration purpose only.
The loops actually available may depend on realisation and complexity of a particular 5GS deployment but the various loops need to interact, and the actions and interactions of loops need to be managed, especially if loops actions can interfere. To manage this, mechanisms are needed, mechanisms such as setting constraints for individual loop execution; appointing a ‘singleton’ for acting on a specific service or resource, relying on said singleton to coordinate usage or including entities for orchestrating constituent loops in a CSI and across CSI, etc. 

Also, the existence of loops in the different layers imply there is a need for means for a loop that consumes the services of another loop to set criteria for when the consuming loop should be consulted and the procedure for this. This includes setting thresholds and criteria for call-back from one loop to another, e.g. a RAN NSSI Assurance loop can call-back to a E2E NSSI loop when a latency goal cannot be fulfilled.
SA5 is asked to endorse the assumption of mechanisms managing loop interaction such as interference and means for callback to consuming loop, in the same layer or a higher layer loop. 
3.3	Enablers for Assurance
3.3.1	Coordination of data collection and exposure for assurance
The Assurance analytics and root cause analysis can be designed such that in operation, KPI’s of the performance of the CSI are monitored using coarse grained data or selective data collection from NF’s complemented by ‘deep dives’ when a problem, or potential problem is anticipated or detected, meaning more fine granular and possibly more real time collection of observations is done [automatically by the analytics capability]. 
Furthermore, Mitigation Proposal MnS may decide to collect more recent observations to increase accuracy of proposal done.
As is hopefully evident from the above and previous sections, there are many potential consumers of data in Management System. From the perspective of analytics, including the full range of methods from statistics and heuristics, different types for machine learning and all the way to reasoning/cognitive, collecting different data and exposing this to MnS’s is key. Data in this context includes observations from the PLMN network including NFs and UE and external sources like probes, Application and the cyber-physical context of the subscriber, such as sensors. 
As one mechanism to enable efficient data collection for closed loop assurance, means for coordinating collection, preparation and access, exposure, to data to MnS consumers in control loops is proposed. We thus introduce a Management domain Data Collection and Exposure Coordination MnF that provides MnS for coordination of data collection and exposure for the various MnS consumers in assurance control, as illustrated in Figure 5. This can also be used by the CSIF and charging for the data collection that is needed.
With the introduction of a supporting MnS for data collection and exposure coordination comes the fact of the procedure for collecting observations, data, like PM or MDT/Trace being hidden, encapsulated and abstracted, from the consuming MnS, this creating a loosely coupled Management System realisation. The interaction between the Data Collection and Exposure Coordination MnS and consuming MnS in assurance control loops can be of different styles, including request-response, subscribe-notify and event streaming, the details of which are depending on the particular assurance case and thus FFS.
As has been described, the needs of an MnS in an assurance loop on observation granularity and updated frequency can vary dynamically from coarse grained to fine grained and is thus FFS.
There are different sizes of a deployed 5GS, ranging from a small, private enterprise network supporting only one or two NSI types and a handful of CSIs’ for a factory, to a nation wide 5GS infrastructure supporting many NSI types and hundreds of CSI’s. Obviously, in the latter case, the need to cater for the greater complexity may motivate use of a hierarchy for data collection and exposure coordination entities, as illustrated in Figure 5. At this point, it is proposed to start with the assumption of one, later exploring the need to implement a hierarchy, e.g including a local and central deployed entity.
 [image: ]
NOTE: UE and NFVI data collection not shown but shall be considered. 

Figure 5: MnF for coordinated data collection in a Management System. 

The third ask for discussion and endorsement is:
	SA5 is asked to discuss and endorse the proposal to introduce a dedicated MnF and associated MnS to coordinate data collection and exposure to MnS consumers for Assurance. 
Data external to a 5GS is also expected to be available to the Management System for Assurance procedures, such as using GPS position information or Application level feedback. For this purpose, the Management System leverages what is typically called ‘API GW’ to fetch such data. The data can originate in the Customer application system or elsewhere, such as societal, e.g. traffic information.

3.3.2	Topology and configuration information
Apart from observations, the analytics capabilities used in assurance loops also often needs to have topology information, such as the location of antenna sites and configuration settings. This information is available in MF’s holding the CM data and in topology asset respositories. It is proposed that this information is made available by dedicated MnS to consuming MnS in assurance control loops, one for configuration information and another for topology information. 
It is recognized that different closed loop MnS consumers have different requirements on the topology and CM setting information granularity. This shall be reflected in the relevant service end points and the details are FFS.
In the case of CM, some MnS are consumers of the data only while others shall also have the right to change the configuration. This difference shall be supported in the MnS service endpoint realization, meaning access control is required. The detailed proposal for how these MnS for Topology Information and CM is FFS.
SA5 is asked to endorse the exposure of configuration and topology information to authorized MnS consumers and for this purpose assume the existence of relevant MnF’s and associated MnS’s.



4	Detailed proposal
Based on the findings above, we ask for Endorsement of additions for key entities, loops and efficient data collection in management framework for SLS assurance in TS 28.535 [1] and 28.536 [2] and the related additions in TS 28.530 [4] and TS 28.533 [3].
Furthermore, it is proposed to coordinate work on Closed Loop SLS Assurance with Trace Management in SBMA WI.
A. SA5 is asked to endorse the addition of MnS for deciding on mitigation and of CSMF as an MnF for hosting said MnS.

The consequence of endorsement of A is that a new clause will have to be added to the TS 28.533 describing a general framework for closed control loops in the OAM domain. Ericsson intends to submit a CR for #129 meeting.

B. SA5 is asked to endorse the assumption of means for managing loop interaction such as interference resolution and principles for call-back to consuming loop, in the same layer or a higher layer loop. 

The consequence of endorsement of B is that a new clause will have to be added to the TS 28.533 describing a means for managing loop interactions between closed control loops. Ericsson intends to submit a CR for #129 meeting. Detailed description of loop interactions for different use cases/types are proposed to be described in 28.536.

C. SA5 is asked to endorse the proposal to introduce a dedicated MnF and associated MnS to coordinate data collection and exposure to MnS consumers for SLS assurance control loops. This effort is proposed to start in R16 and be enhanced in R17.
Currently performance assurance data, MDT/Trace, fault supervision and CM notifications are configured and collected independent and via different methods and for a multitude of consumers. A new capability is needed to co-ordinate the data collection and exposure to authorised MnS consumers of the data. This needs to be co-ordinated with the WI OAM_RTT (streaming trace reporting), TM_SBA (Trace management in the context of SBMA), and 5G_SLICE_ePA-KPI (KPI reporting).  

D. SA5 is asked to endorse the exposure of configuration and topology information to authorized MnS consumers in assurance control loops and for this purpose to assume the existence of MnS’s providing this capability;
For the operation of cross domain closed control loops specific entities and attributes in both RAN and CN need to be adjusted automatically in co-ordinated manner. The network resource model needs to be extended to support these new entities and attributes. Ericsson intends to submit a new CR to this end. 
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