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	Reason for change:
	The notifyEvent definition is currently placed under provisioning management. It can be confusing as the information carried by this notifyEvent is related to possible abnormal events.
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	Next modification


11.2.1.2.8
notifyChangedAlarmGeneral
11.2.1.2.8.1
Definition

The subscribed authorized consumer instances are notified regarding changes in backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of an AlarmInformation instance in the AlarmList. This notification is triggered by value change in one or some of these attributes. The AlarmInformation carried in the notification shall satisfy the current filter constraint of the subscription.

The notification shall contain all parameters holding a value. 
11.2.1.2.8.2
Input Parameters

There are two tables for Input Parameters. If alarmType parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm", the first table (see clause 11.2.1.2.z.2) shall be applicable. If alarmType parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation" or "Time Domain Violation", the second table (see clause 11.2.1.2.z.3) shall be applicable.

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 
	It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	

	systemDN
	C,Y
	--
	

	notificationType
	M,Y
	"notifyChangedAlarmGeneral".
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure defined by this table is applicable if this parameter indicates "Communications Alarm", "Processing Error Alarm", "Environmental Alarm". "Quality Of Service Alarm" or "Equipment Alarm".

	specificProblem
	O,N
	AlarmInformation.specificProblem
	

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	backedUpStatus
	O,N
	AlarmInformation.backedUpStatus
	

	backUpObject
	O,N
	MonitoredEntity.objectInstance 
	It carries the DN of the back up object. The object is identified by relation-BackUpObject-AlarmInformation of the new AlarmInformation.

	trendIndication
	O,N
	AlarmInformation.trendIndication
	

	thresholdInfo
	O,N
	AlarmInformation.thresholdInfo
	

	stateChangeDefinition
	O,N
	AlarmInformation.stateChange 
	

	monitoredAttributes
	O,N
	AlarmInformation.monitoredAttributes
	

	proposedRepairActions
	O,N
	AlarmInformaton.proposedRepairActions
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).


11.2.1.2.8.3
Input Parameters for notification related to security alarm

	Parameter Name
	Qualifier
	Matching Information
	Comment

	objectClass
	M,Y
	MonitoredEntity.objectClass 
	It shall carry the MonitoredEntity class name.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	objectInstance
	M,Y
	MonitoredEntity.objectInstance 


	It shall carry the DN of the MonitoredEntity.  The MonitoredEntity is identified by the relation-AlarmedObject-AlarmInformation of the new AlarmInformation.

	notificationId
	M,N
	--
	

	eventTime
	M,Y
	AlarmInformation.alarmChangedTime
	

	systemDN
	C,Y
	-- 
	

	notificationType
	M,Y
	"notifyChangedAlarmGeneral". 
	

	probableCause
	M,Y
	AlarmInformation.probableCause
	

	perceivedSeverity
	M,Y
	AlarmInformation.perceivedSeverity
	

	rootCauseIndicator
	O,N
	It indicates that this AlarmInformation is the root cause of the events captured by the notifications whose identifiers are in the related CorrelatedNotification instances.
	“Yes”, “No”

	alarmType
	M,Y
	AlarmInformation.eventType
	The notification structure of this table is applicable if this parameter indicates "Integrity Violation", "Operational Violation", "Physical Violation", "Security Service or Mechanism Violation", "Time Domain Violation".

	correlatedNotifications
	O,N
	The set of CorrelatedNotification related to this AlarmInformation.
	

	additionalText
	O,N
	AlarmInformation.additionalText
	

	additionalInformation
	O,N
	AlarmInformation.additionalInformation
	

	serviceUser
	M,N
	AlarmInformation.serviceUser
	This may contain no information if the identify of the service-user (requesting the service) is not known.

	serviceProvider
	M,N
	AlarmInformation.serviceProvider
	This shall always identify the service-provider receiving a service request, from serviceUser, that provokes the security alarm. 

	securityAlarmDetector
	M,N
	AlarmInformation.securityAlarmDetector
	This may contain no information if the detector of the security alarm is the serviceProvider.

	alarmId
	M,N
	AlarmInformation.alarmId
	

	changedAlarmAttributes
	M,N
	LIST OF SEQUENCE <AttributeName, OldAttributeValue>
	The changed alarm attributes (name/value pairs) (with old values).


11.2.1.2.8.4
Trigger event

11.2.1.2.8.4.1
From-state

alarmMatched AND alarmNotCleared AND alarmChanged.

	Assertion Name
	Definition

	alarmMatched
	The matching-criteria-attributes of the newly generated network alarm has values that are identical (matches) with ones in one AlarmInformation in AlarmList. 

	alarmChanged
	The backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector of the newly generated network alarm and of the matched AlarmInformation are different. 


11.2.1.2.8.4.2
To-state

informationUpdate.
	Assertion Name
	Definition

	informationUpdate
	The AlarmInformation identified in alarmMatched in from-state has been updated according to the following rules: backedUpStatus, backUpObject, trendIndication, thresholdInfo, stateChangeDefinition, monitoredAttributes, proposedRepairActions, additionalText, additionalInformation, serviceUser, serviceProvider or securityAlarmDetector is updated;

notificationId is updated;

alarmChangedTime is updated;

ackTime, ackUserId and ackSystemId are updated to contain no information;

ackState is updated to "unacknowledged";


11.2.1.2.x
Notification notifyEvent
11.2.1.2.x.1
Definition

This notification notifies the consumer, who has a subscription receiving this type of notification, that certain network events has occurred with potential service impact, for example, system restart and system redundancy shift (backup). 
This notification definition is generic in the sense that the specific types of network event are not defined. 

11.2.1.2.x.2
Input parameters 
	Parameter Name
	Support Qualifier
	Information Type / Legal Values
	Comment

	objectClass
	M
	It carries the IOC of an instance where an alert occurs.
	--

	objectInstance
	M
	It carries the DN of an instance where an alert occurs.
	--

	notificationId
	M
	It carries the identifier for the subject notification.
	See Note 1.



	eventTime
	M
	It indicates the time of the event.
	The semantics of Generalised Time specified by ITU-T [17] shall be used here.

	systemDN
	M
	It carries the DN of producer of the notification.
	--

	notificationType
	M
	"notifyEvent"
	--

	specificProblem
	M
	It indicates a problem detected.
	--

	additionalText
	O
	It carries additional information.
	--

	additionalInformation
	O
	It carries additional information.
	--

	NOTE 1:  If consumer receives notifications from one producer, consumer can use the notificationId and the objectInstance to uniquely identify all received notifications.

                 If consumer receives notifications from multiple producers and notifications of each objectInstance are reported to at most by one producer, consumer can use the notificationId and objectInstance to uniquely identify all received notifications.

                 If consumer receives notifications from multiple producers and notifications of one or more objectInstance(s) are reported byo two or more producers, consumer can use the notificationId together with objectInstance and the identity of producer (systemDN), to uniquely identify all received notifications. If the information systemDN is absent, consumer needs other means, which are outside the scope of this TS, to determine the identity of producer.

                 How notificationId of notifications are re-used to correlate notifications is outside of the scope of this specification. 


	End of modification 


