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Document Summary:
The attached document is a proposal to 3GPP SA5 for the draft 3G Fault Management specification, into the chapter 8 NMC interface.

The document describes requirements for the interface, what are the operator/service provider process needs to be supported by this interface and finally requirements for the alarm and state management and data elements derived from the lower interfaces  (OMC-NE) 






Specification(s) involved:
3GPP SA5 32.111 “3G Fault Management”




Other information:
The IRP concept and ideas proposed by Ericsson seem important and valuable and thus Sonera can support the concept. The example interfaces, including alarm handling, and the name “Integration” give an image for open and standardised interfaces. This is a starting point to get into a more detailed specification phase and to achieve more concrete results from SA5.

Alarm IRP will be commented by Sonera in more detail if the concept is accepted also by other members of 3GPP SA5.



8
NMC interface

This clause defines the 3G FM requirements from the NMC interface point of view. The fault management information that is needed in this interface, depending on the implementation, can be mediated via OMC or directly from the NEs as described in the previous sections.

8.1
Fault Management Process view

The NMC interface shall support alarm surveillance and support “Network Maintenance and Restoration” process as described in the TMF’s Telecom Operations Map.

8.2
Service management support

In addition to the traditional NE alarm handling capability, the NMC interface for 3G FM shall be capable to intermediate requests and responses from Service Management processes (Service problem resolution, Service Quality Management and Customer QoS Management) and platforms supporting them. This includes transferring management messages, notifications and service management requests between network elements and service management systems.

 Service management sets the following requirements:

-
user complaint information that is service related shall be formed into a trouble ticket;

-
service problems due to a network or network element malfunctioning shall be passed via the NMC interface for the service problem resolution.

 8.3
Alarm and state management

Section 5 has defined the FM requirements mainly from the OMC point of view. This section uses, as relevant,  the functionality described earlier.  

The NMC interface shall have the following information available:

-
alarm list including alarm id, element identification, time stamp and type/severity of alarm, at least;

-
network topology information (using possibly configuration interface(s)) that is needed to solve the fault management problems;

-
state information of the network element, version number;

-
alarm history and threshold values for the alarms.

In the NMC interface, CORBA is proposed as a transport mechanism for alarms. Filtering mechanisms and more developed alarm correlation and forwarding capabilities will be a part of the FM applications and thus not to be standardised. However, all the relevant information described above shall be available to these applications.
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