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1 Introduction
This document provides draft conclusions and recommendations for TR26.936 based on the information available in TR26.938v1.7.1. It is expected that additional information will be added with the completion of the remaining sections of the TR.
2 Conclusions and Recommendations

3GPP's Dynamic Adaptive Streaming over HTTP (DASH) specifications were developed in Rel-9 and Rel-10 and are available in TS 26.247 [2] in alignment with MPEG's ISO/IEC 23009-1 [9]. During 2012 and 2013 MPEG has conducted work on a second edition of DASH [22] that includes additional technologies. These technologies are currently not part of 3GP-DASH, but at least some of them may be considered useful also for 3GPP-based DASH distribution.
Section 5 of this document provides deployment guidelines for content authoring, client operation as well as operational guidelines. These guidelines provide an initial overview, but may be expanded further in order to support implementers in choosing appropriate parameters. 

In terms of use cases and technologies, the following conclusions can be drawn:

· For Live Services, TS26.247 support all basic aspects to offer a live service. Additional tools may be considered to optimize efficiency and robustness.

· For Content Protection TS 26.247 is agnostic to the DRM that is used. However, neither in TS 26.247 nor in 3GPP file format TS 26.244 [5] is there explicit support for common encryption. 
· For Fast Media Startup no gaps are identified and the tools included in TS26.247 and described in section 6.6 are considered sufficient.

· For Advanced Trick Modes no gaps are identified and the tools included in TS26.247 and described in section 6.7 are considered sufficient.

· For Content and Device Interoperability it was identified that 3GP-DASH as defined TS26.247 lacks a profile that is aligned with existing industry practices.

· For Advanced Support for Live Services 3GP-DASH as defined TS26.247 lacks tools and guidelines for low-latency live services. MPEG-DASH second edition [22] defines certain tools for this purpose that may be considered to improve latency. In addition, the use of certain HTTP delivery modes may be considered.
· For Consistent QoE/QoS for DASH users, the use of the existing 3GPP PCC architecture as defined in TS 23.203 [15] and providing the Rx reference point provides sufficient means to fulfil the use case.
· For DASH as download format, the DASH formats may also be used in the progressive download context using a restricted subset of DASH. No specific gaps are identified, but the usage may be documented.

· For Efficiency of HTTP-caching infrastructure on DASH the use case is fully supported since Rel-11 of TS26.247 and no gaps are identified.

· For Multiple Spectator Views offered with DASH, TS26.247 provides certain tools to support the use case, but gaps are identified to provide location information as well as providing source characteristics associated to Adaptation Sets.
· For Operator control of video streaming services at least a certain amount of use cases may be solved by solutions introduced in 6.15.3.
· For DASH Operation with Network Proxy Caches, certain gaps have been identified:

· The proxy cache has no ability to provide proactive (prior to the request) or reactive (as a response to the request) information to the DASH client about the Representations/Segments that are available on the proxy server and the ones that are available at the origin server.

· The DASH client may typically assume that the bandwidth estimation for one Segment may also be true for all other Segments despite those may be served from different caches, e.g. from the origin server. To prevent this, enhancements may be considered.

· The content provider may have more information than the origin server or the DASH server or the proxy on content that is beneficially cached, e.g. specifically attractive seek points in the content in order to pre-cache such data, etc.
· For Services with caching of DASH content at UE functions, a need to provide information from the DASH-aware HTTP proxy cache in the operator's network to the DASH client on which representation(s) is or are preferred. 

· For Ad Insertion the recommendation is ffs
· For handling special content the recommendation is ffs
· For DASH Authentication the Generic Bootstrapping Architecture (GBA) [20] can be used to authenticate the end-user(s) and bootstrap a secure end-to-end connection between the Streaming Server and the end-user(s). The Generic Bootstrapping Architecture currently does not contain any content access authorization methods for DASH. However, authorization of content access and streaming quality can be additionally implemented in the Streaming Server that takes on the role of NAF. The Generic Bootstrapping Architecture can also be used to derive the necessary shared secret(s) required to integrity protect the application level content/metadata between the UE and server serving this DASH content. No further gaps are identified.

· For Consistent Quality for DASH users QoE of DASH service can be maintained if DASH service is carried over GBR bearer. Existing QoS mechanism can be used to support consistent QoE of DASH service. Considering the current EPC architecture supports QoS feature, consistent QoE of DASH service is supported already from 3GPP architecture point of view. No gaps are identified.
Based on the analysis the following recommendations are provided:

· In order to support DASH distribution within 3GPP services and networks, additional deployment guidelines including the integration in 3GPP architectures are encouraged. This includes, but is not limited to DASH parameter setting, usage of 3GPP PCC architecture, usage of Generic Bootstrapping Architecture (GBA) and usage of HTTP as a delivery protocol.
· For Live Services, despite all basic aspects to offer a live service are supported, additional tools to optimize efficiency, robustness and end-to-end latency should be considered in 3GPP-DASH.
· For Content Protection despite 3GP-DASH is agnostic to DRM that is used the support for common encryption should be considered for scalable and efficient distribution of content within 3GPP services.
· To improve content and device interoperability one or several profiles that align with existing industry practices and experiences is recommended to be added. This may include documentation of a download profile.
· For Multiple Spectator Views metadata on location information as well as providing source characteristics that can be associated to Adaptation Sets may be added.
· For DASH operation with Network and UE-based proxies, it is recommended to provide signalling such that the service provider can inform the client about preferred Representations or Segments. 
· Additional recommendations are ffs
For all optimizations, it is recommended to investigate whether existing technologies defined by MPEG in ISO/IEC 23009-1 second edition [22], other MPEG technologies as well as other organization such as the IETF should have preference if those fulfil the use cases.

3 Proposal

It is proposed agree the baseline for conclusions and recommendations in TR26.938v1.8.0.
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