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FIRST CHANGE

## 4.1 General

Clause 6.2.8 of TS 23.288 [4] envisages a set of high-level procedures by which data is collected by a Network Data Analytics Function (NWDAF) from UE Application(s) via an intermediary Application Function. This clause defines a generic reference architecture for data collection and reporting that satisfies those procedures, including the logical functions involved and the logical reference points between them. The intermediary Application Function envisaged in [4] is here named the *Data Collection AF*.

It is intended that this reference architecture be instantiated in domain-specific ways to suit the needs of different features of the 5G System. The reference architecture may be instantiated separately in different slices of a network.

Each type of UE data subject to collection, reporting and subsequent event exposure in the 5G System is associated with a logical *UE data domain*. Each such UE data domain is associated with a *domain owner* – either the 5G System itself (embodied in a particular deployment by an MNO) or the Application Service Provider (ASP). Ownership of particular UE data domains is specified in annex B.

Precedence rules on the exposure (and consequent collection and reporting) of UE data vis-à-vis conflicts between ASP provisioning information and system preconfiguration by the MNO or subscription by MNO-managed event consumers are defined in clause 4.5.4.

The services defined in the present document may be exposed to parties outside the trusted domain via the NEF, as defined in clause 4.7.1.

The Data Collection AF may support CAPIF [8] to provide APIs to other applications (i.e. API invokers), as defined in clause 4.7.2.

The term *MNO-managed event consumers* is used synonymously in the present document with the terms *NF consumers* in TS 23.502 [3] and *NF service consumers* in TS 29.517 [5].

The term *event data* is used synonymously in the present document with *event reporting information* in [3] and [5].

NEXT CHANGE

## 4.2 Functional entities for data collection and reporting

(SNIPPED)

The set of UE data to be collected and exposed by the Data Collection AF is determined by the intersection between its provisioning state provided at R1 and the current set of subscriptions. This is reflected in the data collection and reporting configuration exposed at reference points R2, R3 and R4, and the subscription-driven event notifications sent to consumer entities such as the NWDAF or Event Consumer AF of an Application Service Provider over reference points R5 and R6. The Data Collection AF is responsible for ensuring that access to UE data is controlled according to the rules indicated in its provisioning state, as specified in clause 4.5.2. Where these data exposure restrictions conflict with system preconfiguration by the MNO or event subscriptions by MNO-managed event consumers, the precedence rules defined in clause 4.5.4 shall apply.

(SNIPPED)

NEXT CHANGE

### 4.5.4 Precedence rules

#### 4.5.4.1 General

Where there is a conflict between data exposure restrictions provisioned by the ASP at reference point R1 and preconfiguration of the Data Collection AF and/or data collection clients by the MNO, or event subscriptions by MNO-managed event consumers (such as the NWDAF), precedence is based on ownership of the UE data domain of concern, with specific rules as described in clauses 4.5.4.2 and 4.5.4.3.

In this context, ownership of specific UE data domains is as specified in annex B.

#### 4.5.4.2 UE data domains owned by the 5G System (MNO)

The following rules shall apply to UE data domains that are owned by the 5G System (MNO):

1. For determining data collection and reporting behaviour, any preconfiguration of the Data Collection AF and/or data collection clients by the 5G System operator shall take precedence over similar ASP-defined provisioning information.

a) Any attempt by the ASP to provision data collection and reporting rules that are either more lax or more restrictive than allowed by the preconfiguration shall be rejected by the Data Collection AF.

2. For determining permissible access to event data exposed by the Data Collection AF to MNO-managed event consumers (such as the NWDAF), MNO policies on event exposure (for example, regarding anonymization and aggregation) shall take precedence over any data exposure restrictions provisioned by the ASP as part of a Data Access Profile.

a) Any attempt by the ASP to provision data exposure rules affecting an MNO-managed event consumer that are either more lax or more restrictive than allowed by MNO policy shall be rejected by the Data Collection AF.

b) Any event subscription request by the ASP's Event Consumer AF to the Data Collection AF that would relax the data exposure restrictions provisioned on the Data Collection AF by the 5G System operator for that event consumer shall be rejected by the Data Collection AF.

#### 4.5.4.3 UE data domains owned by the ASP

The following rules shall apply to UE data domains that are owned by the ASP:

1. For determining data collection and reporting behaviour, ASP-defined provisioning informationshall take precedence over any similar preconfiguration of the Data Collection AF and/or data collection clients by the 5G System operator.

a) Any preconfiguration by the 5G System operator of UE data collection and reporting behaviour that is either more lax or more restrictive than similar ASP-defined provisioning information shall be ignored by the Data Collection AF and/or data collection clients.

2. For determining permissible access to event data exposed by the Data Collection AF to MNO-managed event consumers (such as the NWDAF), data exposure restrictions provisioned by the ASP as part of a Data Access Profile shall take precedence over MNO policies on event exposure (for example, regarding anonymization and aggregation).

a) Any event subscription request by an MNO-managed event consumer to the Data Collection AF that would relax the data exposure restrictions provisioned on the Data Collection AF by the ASP for that event consumer shall be rejected by the Data Collection AF.

NEXT CHANGE

Annex B (normative):
UE data domain ownership

# B.1 General

Ownership of any UE data domain not listed in this annex shall be specified in the document defining that domain.

# B.2 Baseline UE data domains

Table B.1-1 specifies ownership of the baseline UE data domains defined in TS 23.288 [4].

Table B.2-1: Ownership of baseline UE data domains

|  |  |
| --- | --- |
| UE data domain | Owner |
| Service Experience | 5G System (MNO) |
| UE Location | 5G System (MNO) |
| Communication | 5G System (MNO) |
| Performance | 5G System (MNO) |
| Planned Trips | 5G System (MNO) |

Application-specific UE data domains shall be owned by the ASP.

END OF CHANGES