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First change
[bookmark: _Toc88198233][bookmark: _Toc88198239][bookmark: _Toc88198247][bookmark: _Toc88198249]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[3]	3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[4]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[5]	3GPP TS 23.247: "Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[6]	3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point".
[bookmark: definitions][7]		3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture".
[8]	IETF RFC 3500: "RTP: A Transport Protocol for Real-Time Applications".
[9]	IETF RFC 2250: "RTP Payload Format for MPEG1/MPEG2 Video".
[10]	3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)"
[X]	3GPP TS 23.289:  " Mission Critical services over 5G System"
SECOND change
4.1	General
This clause defines a reference architecture for 5G Multicast–Broadcast User Services, including the logical functions involved and the logical reference points between them.
NOTE: The provisioning of group communication services as defined in TS 23.289 [X] is supported by MBS User Services, in particular the addition of User Plane FEC protection by the MBSTF. Other aspects of interworking with LTE are specified in clause 5.2 of TS 23.247 [5] and are not considered further in the present document.
Third CHANGE
[bookmark: _Toc88198276]A.1	Group Communication
The Group Communication (GC) Service, also know as the Mission Critical Service,  can utilize the MBS system for GC data delivery. Figure A.1-1 presents a high-level architectural view of mission critical services when using the MBS system [X]. 


Figure 1 Architectural view of a mission critical system when using MBS
Generally, the GC server can directly invoke the APIs exposed by the MB-SMF for TMGI and MBS Session management via Nmb13 or N33+N29mb, e.g. TMGI allocation/deallocation, MBS Session Creation/Update/Release, which has been well defined in TS 23.247 [5]. In this case, the MBSF and MBSTF is not involved even when they are deployed. After TMGI Allocation and MBS Session Creation via the Control plane exchanges between GC Server and the MB-SMF, the GC Server shall directly ingest GC data to the MB-UPF via N6mb.
Specially, when the FEC functionality is needed for the GC services, the MBSF and MBSTF shall be involved. Similar to the above case, the GC Server does the TMGI allocation/deallocation and the MBS Session management via the services provided by MB-SMF. Additionaly, the MBS User Service using Packet Distribution Session running in Forward-Only mode is provisioned by GC Server via the Nmb10 or N33+Nmb5 interface to enable the FEC functionality. 
1. The MBS User Service is created by invoking the Nmbsf_MBSUserService_Create service provided by the MBSF..  
2. The GC Server invokes the Nmbsf_MBSUserDataIngestSession_Create service to create an ingest session together with a Distribution Session using Packet Distribution Session in Forward-Only mode. The TMGI and FEC configuration are also included in the Nmbsf_MBSUserDataIngestSession_Create service operation to enable the FEC functionality. The MB-UPF endpoint address could be provided by the GC Server and the MBSTF tunnel endpoint address is provided to the GC Server. 	Comment by panqi (E): There may be an issue that the GC server may get the MB-UPF endpoint address from MB-SMF when invoking Nmbsmf_MBSSession_Create. And now it again gets the MBSTF address. 
Any view about this?
3. The MBSF invokes the Nmsbtf_MBSDistributionSession_Create service exposed by MBSTF to configure and enable the FEC functionality. 
4. The GC Server ingests GC data stream to the MBSTF via Nmb8. 
5. The MBSTF would add the FEC according to the FEC configruaiton from MBSF and send the GC data stream after adding application layer FEC to the MB-UPF via Nmb9 for GC data delivery over MBS session. 

End of CHANGEs
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