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1st CHANGE: Added new references to clause 2
[bookmark: _Toc50642142]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: _Hlk62547076]---- <snipped> ----
[X]	3GPP TS 23.501: "5G; System architecture for the 5G System (5G)".
[Y]	3GPP TS 23.003: "Numbering, addressing and identification".
END OF 1st CHANGE
2nd CHANGE: Added new abbreviations to clause 3.3
[bookmark: _Toc50642146]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GMS	5G Media Streaming
---- <snipped> ----
GPSI	Generic Public Subscription Identifier
---- <snipped> ----
IMSI	International Mobile Subscription Identity
---- <snipped> ----
MSISDN	Mobile Subscriber ISDN number
NAI	Network Access Identifier
---- <snipped> ----
SUPI	Subscription Permanent Identifier
---- <snipped> ----
END OF 2nd CHANGE

3rd CHANGE: Changes to clause 4.7.3
[bookmark: _Toc50642209]4.7.3	Procedures for dynamic policy invocation
This procedure is used by a Media Session Handler to manage Dynamic Policy Instance resources via the M5 interface. A dynamic policy invocation consists of a Policy Template Id, flow description(s), a 5GMS Application Service Configuration Id and potentially other parameters, according to TS 26.501 clause 5.7.
A Policy Template Id identifies the desired Policy Template to be applied to an application flow. A Policy Template includes properties such as specific QoS (e.g. background data) or different charging treatments. The 5GMS AF combines the information from the Policy Template with dynamic information from the Media Session Handler to gather a complete set of parameters to invoke the N33 or N5 API call. The Policy Template may contain for example the AF identifier.
The flow description allows the identification and classification of the media traffic, such as the packet filter sets given in  clause 5.7.6 of [2].
In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic Policy Instance on the 5GMS AF. When the Media Session Handler needs several dynamic policies, it repeats the step as often as needed.
The Media Session Handler creates a new Dynamic Policy Instance by sending an HTTP POST message to the 5GMS AF. The body of the HTTP POST message shall include a Provisioning Session Id, the Policy Template Id and the traffic descriptorService Data Flow Descriptions (i.e., the provisioningSessionId, policyTemplateId and ServiceDataFlowDescriptions properties, respectively, of the Dynamic Policy resource as defined in clause 11.5.3.1). The Service Data Flow Descriptionstraffic descriptor identifyies the actual application flow(s) to be policed according to the Policy Template.
In addition, as defined by the ServiceAccessInformation resource data model in clause 11.2.3, a client identifier (ClientId) in the form of either a GPSI (Generic Public Subscription Identifier) and represented by an MSISDN or External Identifier; or a SUPI (Subscription Permanent Identifier) and represented by an IMSI (International Mobile Subscription Identity) or NAI (Network Access Identifier) shall be included in the HTTP POST message body used to create a new Dynamic Policy Instance. GPSI and SUPI are defined in TS 23.501 [X] and their permitted instantiations are defined in TS 23.003 [Y].
NOTE:	Whether the ClientId property of the ServiceAccessInformation resource is denoted as a GPSI or SUPI depends on the Service Access Information related configuration data provided over the M1d Provisioning Session and in turn acquired by the Media Session Handler over M5d. For example, should the 5GMSd AF reside in the Trusted DN and the MNO is the 5GMSd Application Provider, the ClientId will likely be specified as a SUPI. On the other hand, should the 5GMSd AF reside in an External DN or if the 5GMSd Application Provider is an external business entity, the ClientId will likely be specified as a GPSI.
 If the operation is successful, the 5GMS AF creates a new resource URL representing the Dynamic Policy Instance. In this case, the 5GMS AF shall respond to the Media Session Handler with a 201 Created HTTP response message, including the URL for the newly created Dynamic Policy Instance resource as the value of the Location header field.
Editor's Note: At minimum, the N5 and N33 API requires the UE IP Address at time of API invocation. The full Flow Description is an optional element, when more fine-grained traffic flow identification is required. It needs to be studied, how to enable usage of other traffic filtering parameters, such as an application id.
With the exception of the clientId parameter, Tthe Media Session Handler canmay modify the parameters of an existing Dynamic Policy Instance resource using either the HTTP PUT or PATCH methods, as appropriate to the desired update. The clientId parameter shall be identical in format and value to that provided at the time of Dynamic Policy Instance creation. The 5GMS AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF when all information is set.
The Media Session Handler can destroy a Dynamic Policy Instance resource using the HTTP DELETE method. As a result, the 5GMS AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF to remove the associated PCC rule.
END OF 3rd CHANGE
4th CHANGE: Changes to clause 4.7.4
[bookmark: _Toc50642210]4.7.4	Procedures for consumption reporting
These procedures are used by the Media Session Handler and the Consumption Reporting functions of the 5GMSd Client to submit a consumption report via the M5d interface if Consumption Reporting is applied for a downlink streaming session.
The Service Access Information indicating whether Consumption Reporting is provisioned for downlink streaming sessions is described in clause 11.2.3. When the ClientConsumptionReportingConfiguration.samplePercentage value is 100, the Media Session Handler shall activate the consumption reporting procedure. If the samplePercentage is less than 100, the Media Session Handler shall generate a random number which is uniformly distributed in the range of 0 to 100, and the Media Session Handler shall activate the consumption report procedure when the generated random number is of a lower value than the samplePercentage value.
If the consumption reporting procedure is activated, the Media Session Handler shall submit a consumption report to the 5GMSd AF when any of the following conditions occur:
· Start of consumption of a downlink streaming session;
· Stop of consumption of a downlink streaming session;
· Upon determining the need to report ongoing 5GMS consumption at periodic intervals determined by the ClientConsumptionReportingConfiguration.reportingInterval property.
· Upon determining a location change, if the ClientConsumptionReportingConfiguration.locationReporting property is set to True.
Whenever a consumption report is sent, the Media Session Handler shall reset its reporting interval timer to the value of the reportingInterval property and it shall begin countdown of the timer again. Whenever the Media Session Handler stops the consumption of a downlink streaming session, it shall disable its reporting interval timer.
In order to submit a consumption report, the Media Session Handler shall send an HTTP POST message to the 5GMSd AF. If several 5GMSd AF addresses are listed in the ClientConsumptionReportingConfiguration.‌serverAddresses array (see table 11.2.3.1-1), the Media Session Handler shall choose one and send the message to the selected. The request body shall be a ConsumptionReport structure, as specified in clause 11.3.3.1.The server shall respond with a 200 (OK) message to acknowledge successful processing of the consumption report.
The Consumption Reporting API, defining the data formats and structures and related procedures for consumption reporting, is described in clause 11.3.
Furthermore, as defined by the ServiceAccessInformation resource data model in clause 11.2.3, a client identifier (ClientId) in the form of either a GPSI and represented by an MSISDN or External Identifier; or a SUPI and represented by an IMSI or an NAI shall be included in the ConsumptionReport.
END OF 4th CHANGE
5th CHANGE: Changes to clause 4.7.5
[bookmark: _Toc50642211]4.7.5	Procedures for metrics reporting
The M5 procedures for QoE metrics reporting pertain to the combination of the provisioning of metrics collection and reporting in the Media Session Handler using relevant Service Access Information, and the sending of collected metrics by the Media Session Handler to the 5GMS AF in accordance with the configured metrics scheme(s). A metrics scheme may be 3GPP-defined or non-3GPP-defined.
When the metrics collection and reporting feature is activated for a downlink media streaming session, one or more metrics configuration sets, each associated with a metrics scheme, may be provided to the 5GMS Client. A given metrics configuration set contains information such as the 5GMS AF address(es) to which metrics are to be sent by the Media Session Handler, metrics reporting interval, target percentage of media streaming sessions for which reports should be sent, and the set of metrics to be collected and reported. See TS 26.501 [2] for additional details.
For progressive download and DASH streaming services, the listed metrics in a given metrics configuration set are associated with the 3GPP metrics scheme and shall correspond to one or more of the metrics as specified in clauses 10.3 and 10.4, respectively, of TS 26.247 [4].
Details of the metrics reporting API are provided in clause 11.4, and for 3GP-DASH based downlink media streaming services, the 3GPP-defined metrics reporting scheme and metrics report format are defined in clause 11.4.3.
In addition, as defined by the ServiceAccessInformation resource data model in clause 11.2.3, a client identifier (ClientId) in the form of either a GPSI and represented by an MSISDN or External Identifier; or a SUPI and represented by an IMSI or an NAI, shall be included in the message body of the metrics report.
END OF 5th CHANGE
6th CHANGE: Changes to clause 4.7.6

[bookmark: _Toc50642212]4.7.6	Procedures for network assistance
This procedure is used by the 5GMS Client, via the Media Session Handler, to request Network Assistance from the 5GMSd AF.
The 5GMS Client first creates a Network Assistance Session resource by sending an HTTP POST message to the 5GMS AF. It then provides Service Data Flow information and the Policy Template identifier that will be used by the Network Assistance function in the 5GMS AF to in turn request QoS from the PCF and to recommend provide a bit rate recommendation to the 5GMS Client.
As described in clause 11.6.2, the 5GMSd Client may go on to request a bit rate recommendation by sending an HTTP GET message to the 5GMSd AF. In addition, tThe 5GMS Client may also request a delivery boost to be provided by sending an HTTP POST message, containing the desired downlink streaming data rate, to the 5GMS AF.
Furthermore, as defined by the ServiceAccessInformation resource data model in clause 11.2.3, a client identifier (ClientId) in the form of either a GPSI and represented by an MSISDN or External Identifier; or a SUPI and represented by an IMSI or an NAI shall be included in the message body of the HTTP POST or HTTP GET request for bitrate recommendation or delivcery boost by the 5GMS Client.	Comment by Richard Bradbury: It would be better to provide the client identifier to the Network Assistance Session.
After the Network Assistance Session resource is provisioned, the 5GMS Client uses the Network Assistance Session identifier when requesting a bit rate recommendation.
In order to terminate a Network Assistance Session, the 5GMS Client deletes the Network Assistance session resource.
END OF 6th CHANGE
7th CHANGE: Correction to clause 7.7.1
7.7	Consumption Reporting Provisioning API
7.7.1	Overview
The Consumption Reporting Provisioning API is a RESTful API that allows a 5GMSd Application Provider to configure the Consumption Reporting Procedure for a particular downlink media sreaming Provisioning Session at interface M1d. The different procedures are described in clause 4.2.54.3.8. The Consumption Reporting Configuration is represented by a ConsumptionReportingConfiguration, the data model for which is specified in clause 7.7.3 below. The RESTful resources for managing the Consumption Reporting Configuration is are specified in clause 7.7.2.
END OF 7th CHANGE
8h CHANGE: Changes to clause 11.2.3.1
11.2.3	Data model
[bookmark: _Toc50642314]11.2.3.1	ServiceAccessInformation resource type
The data model for the ServiceAccessInformtion resource is specified in Table 11.2.3.1-1 below. Different properties are present in the resource depending on the type of Provisioning Session from which the Service Access Information is derived (as indicated in the provisioningSessionType property) and this is specified in the Applicability column.
Table 11.2.3.1‑1: Definition of ServiceAccessInformation resource
	Property name
	Type
	Cardinality
	Usage
	Description
	Applicability

	provisioningSessionId
	ResourceId
	1..1
	RO
	Unique identification of the M1 Provisioning Session.
	All types

	provisioningSession‌Type
	Provisioning‌Session‌Type
	1..1
	RO
	The type of Provisioning Session.
	All types.

	StreamingAccess
	Object
	0..1
	RO
	
	downlink

	mediaPlayerEntry
	Url
	0..1
	RO
	A document or a pointer to a document that defines a media presentation e.g. MPD for DASH content or URL to a video clip file.
	

	ClientId
	Object
	1..1
	RO
	A client identifier, in the form of a GPSI or SUPI as defined in TS 23.501 [X], to be provided by the Media Session Handler to the 5GMS AF when invoking any one of the Media Session Handling APIs as defined in clauses 11.3, 11.4, 11.5 or 11.6.
A GPSI-based client identifier shall be represented as an MSISDN or External Identifier,
A SUPI-based client identifier shall be represented as an IMSI or NAI.
The formats of MSISDN, External Identifier, IMSI and NAI are defined in TS 23.003 [Y].
		Comment by Richard Bradbury: This column should indicate applicability to downlink or uplink or both or all types of Provisioning Session.

	mSISDN
	Integer
	0..1
	RO
	Client identifier encoded as an MSISDN.
	

	externalIdentifier
	String
	0..1
	RO
	Client identifier encoded as an External Identifier.
	

	iMSI
	Integer
	0..1
	RO
	Client identifier encoded as an IMSI.
	

	nAI
	String
	0..1
	RO
	Client identifier encoded as an NAI.
	

	ClientConsumptionReporting‌Configuration
	Object
	0..1
	RO
	
	downlink

	reportingInterval
	DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between consumption report messages being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	serverAddresses
	Array(Url)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) where the consumption reporting messages are sent by the Media Session Handler. See NOTE.
(Opaque URL, following the 5GMS URL format.)
	

	locationReporting
	Boolean
	1..1
	RO
	Stipulates whether the Media Session Handler is required to provide location data to the 5GMSd AF in consumption reporting messages (in case of MNO or trusted third parties).
	

	samplePercentage
	Percentage
	1..1
	RO
	The percentage of media streaming sessions that shall send consumption reports, expressed as a floating point value between 0.0 and 100.0.
	

	DynamicPolicyInvocation‌Configuration
	Object
	0..1
	RO
	
	downlink,
uplink

	serverAddresses
	Array(Url)
	1..1
	RO
	A list of 5GMSd AF addresses (URLs) which offer the APIs for dynamic policy invocation sent by the Media Session Handler. See NOTE.
(Opaque URL, following the 5GMS URL format.)
	

	validPolicyTemplateIds
	Array(ResourceId)
	1..1
	RO
	A list of Policy Template identifiers which the 5GMS Client is authorized to use.
	

	sdfMethods
	Array(SdfMethod)
	1..1
	RO
	A list of recommended service data flow description methods (descriptors), e.g. 5-Tuple, ToS, 2-Tuple, etc, which should be used by the Media Session Handler to describe the service data flows for the traffic to be policed.
	

	externalReferences
	Array(String)
	0..1
	RO
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the media streaming session.
Example: "HD_Premium".
	

	ClientMetricsReporting‌Configurations
	Array(Object)
	0..1
	RO
	
	downlink,
uplink

	serverAddresses
	Array(Url)
	1..1
	RO
	A list of 5GMS AF addresses to which metrics reports shall be sent. See NOTE.
(Opaque URL, following the 5GMS URL format.)
	

	dataNetworkName
	Dnn
	0..1
	RO
	The DNN which shall be used when sending metrics reports. If not specified, the name of the default DN shall be used.
	

	reportingInterval
	DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between metrics reports being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	samplePercentage
	Percentage
	1..1
	RO
	The percentage of media streaming sessions that shall report metrics, expressed as a floating point value between 0.0 and 100.0.
	

	urlFilters
	Array(String)
	0..1
	RO
	A non-empty list of URL patterns for which metrics reporting shall be done. The format of each pattern shall be a regular expression as specified in [5].
If not specified, reporting shall be done for all sessions.
	

	metrics
	Array(String)
	1..1
	RO
	A list of metrics which shall be reported.
	

	NetworkAssistanceConfiguration
	Object
	0..1
	RO
	
	downlink,
uplink

	serverAddress
	Url
	1..1
	RO
	Address of the 5GMS AF that offers the APIs for 5GMS AF-based Network Assistance, for access by the 5GMSd Media Session Handler. See NOTE.
This address shall be an opaque URL, following the 5GMS URL format.
	

	NOTE:	In deployments where multiple instances of the 5GMSd AF expose the Media Session Handling APIs at M5, the 5G System may use a suitable mechanism (e.g. HTTP load balancing or DNS resolution) to direct requests to a suitable AF instance.



END OF 8th CHANGE
9th CHANGE: Changes to clause 11.3.3.1
[bookmark: _Toc50642320]11.3.3.1	ConsumptionReport format
This type represents the format of a consumption report instance data. This structure is used by the Media Session Handler to report the consumption.
Table 11.3.3.1-1: Definition of ConsumptionReport format
	Attribute name
	Data type
	Cardinality
	Description

	mediaPlayerEntry
	string
	1..1
	Identifies the Media player entry.
In the case of DASH, the media player entry pointer shall be the URL of the MPD.

	reportingClientId
	string
	1..1
	Identifies the iIdentifier of the UE that consumes datathe streaming media service associated with this consumption report.
This attribute shall be presented as a GPSI or SUPI as specified in clause 11.2.3.1The client ID can be an MSISDN.

	consumptionReportingUnits
	Array(Consumption‌Reporting‌Unit)
	1..1
	An array of consumption reporting units.



END OF 9th CHANGE
10th CHANGE: Changes to clause 11.4
11.4		Metrics Reporting API
11.4.1	General
The Metrics Reporting API allows the Media Session Handler to send QoE metrics reports to the 5GMS AF. This procedure is configured by the ServiceAccessInformation resource, as defined in clause 11.2.3. Note that multiple metrics configurations can be active at the same time, each identified by a unique metricsReportingConfigurationId.
11.4.2	Reporting procedure
Metrics reports related to a specific metricsReportingConfigurationId shall be submitted to one of the URLs selected from the ClientMetricsReportingConfiguration.serverAddresses array of the ServiceAccessInformation resource (see clause 11.2.3). The path of the URL should conform to the following general format:
{apiRoot}/3gpp-m5/v1/metrics-reporting/{provisioningSessionId}/{metricsReportingConfigurationId}
where {provisioningSessionId} shall be substituted by the 5GMS Client with the relevant Provisioning Session identifier and {metricsReportingConfigurationId} shall be substituted with the relevant Metrics Reporting Configuration identifier.
The only HTTP method supported by this endpoint is POST.
11.4.3	Report format
Metrics reports shall be submitted by the Media Session Handler in a format specified by the metrics reporting scheme in question. The Content-Type HTTP request header shall be set in accordance with the relevant metrics reporting scheme specification.
NOTE:	For downlink media streaming, TS 26.247 [7] clauses 10.6.1 and 10.6.2 specify the required MIME content type and metrics report format for the 3GPP urn:‌3GPP:‌ns:‌PSS:‌DASH:‌QM10 metrics reporting scheme.
In XML documents representing metrics reports for 3GP-DASH downlink media streaming services, the ReceptionReport@clientID attribute shall include either a GPSI or SUPI as specified in clause 11.2.3.1.	Comment by Richard Bradbury: This can’t be part of a note because it contains “shall”.
END OF 10th CHANGE
11th CHANGE: Changes to clause 11.5.4
11.5.4	Operations
This clause defines the behaviour that is expected when activating a Dynamic Policy Instance. The policyTemplateId uniquely identifies the Policy Template, to which the Dynamic Policy Instance is associated. The provisioningSessionId associates the Dynamic Policy Instance to a Provisioning Session.
The Dynamic Policy resource contains a serviceDataFlowDescription property which contains the service data flow template according to TS 23.503. The ServiceDataFlowDescription shall contain one of:
-	a flowDescription Object (incl. 5-Tuples, Type of Service, Security Parameter Index, etc.).
-	a domainName.
When the Media Session Handler activate a QoS-related Dynamic Policy Template, then the qosSpecifcation property shall be present and it shall contain the following properties:
-	marBwDlBitRate or marBwUlBitRate, indicating the maximum requested bit rate by the Media Session Handler.
-	mirBwDlBitRate or mirBwUlBitRate, indicating the minimum requested bit rate by the Media Session Handler.
-	minDesBwDlBitRate or minDesBwUlBitrate, indicating the minimum bit rate desired by the Media Session Handler.
When the 5G System employs a traffic enforcement function to ensure that the traffic is complying a certain traffic policy, the Dynamic Policy resource may contain the following two properties:
-	an enforcementMethod, indicating the type of enforcement method (like leaky bucket).
-	an enforcementBitrate property, indicating the maximal permitted bit rate.
As described in clause 4.7.3, when activating a Dynamic Policy resource instance, the Media Session Handler shall include, in the associated HTTP POST, PUT or PATCH message body, the parameter ClientId in the form of a GPSI or SUPI as specified in clause 11.2.3.1.	Comment by Richard Bradbury: Shouldn’t you add the client identifier to the DynamicPolicy data structure? Once you have done this, I think you might find that there is a better way to document this that is more in harmony with the preceding parameters.
END OF 11th CHANGE
12th CHANGE: Changes to clause 11.6.4
11.6.4	Operations
The 5GMS Client uses the POST method to create a Network Assistance session with the 5GMS AF. The AF returns the Network Assistance session identifier if session setup was successful, otherwise an error code is returned without a Network Assistance session identifier.
The 5GMS Client uses the Network Assistance session resource identifier (naSessionId) provided by the AF to refer all subsequent API calls to the AF applicable to that Network Assistance session.
The 5GMS AF populates the Network Assistance session resource with the service data flow information and optionally the policy template identifier that are valid for the media streaming session for which Network Assistance operations are to be performed. The AF uses this information to execute Network Assistance operations in the 5GC.
The 5GMS Client uses the GET method with the Network Assistance Session resource identifier to retrieve a Network Assistance Session resource from the 5GMS AF. The AF returns the Network Assistance Session resource if retrieval was successful, otherwise an appropriate error code is returned without the session resource in case of failure.
The 5GMS Client uses the GET method with the sub-resource path specified in Table 11.6.2‑1 to request QoS, of type M5QoSSpecification and in the form of a bit rate recommendation from the 5GMS AF. The 5GMS AF shall return the recommended QoS as a bit rate recommendation in an HTTP response body of type M5QoSSpecification if a bit rate recommendation could be obtained, otherwise an appropriate HTTP error code shall be returned with no response body.
· For a downlink media streaming session, the recommended minimum and maximum downlink bit rates shall be indicated in the properties mirBwDlBitRate and marBwDlBitRate, respectively. The 5GMSd Client shall ignore the mandatory properties related to uplink streaming, i.e. mirBwUlBitRate and marBwUlBitRate.
· For an uplink media streaming session, the recommended minimum and maximum uplink bit rates shall be indicated in the properties mirBwUlBitRate and marBwUlBitRate, respectively. The 5GMSu Client shall ignore the mandatory properties related to downlink streaming, i.e. mirBwDlBitRate and marBwDlBitRate.
If a unique recommendation is given by the 5GMSd AF then this recommended bit rate shall be set in both of these properties. The optional properties minDesBwDlBitRate, minDesBwUlBitRate, desLatency and desLoss shall not be included in the response.
The 5GMS Client uses the POST method with the sub-resource path specified in Table 11.6.2‑1 to request a delivery boost from the 5GMS AF. The 5GMS AF shall respond with the OperationSuccessResponse data type indicating whether or not the delivery boost will be attempted by the network within an upcoming nominal time period.
The 5GMS Client uses the PUT or PATCH methods to replace the existing steaming session parameters with new settings. The 5GMS AF returns the NetworkAssistanceSession resource with settings resulting from the PUT or PATCH update operation.
The 5GMS Client uses the DELETE method to terminate the indicated Network Assistance session. The 5GMS AF returns an appropriate response code. If the termination was successful, then any subsequent calls referring to the terminated session will result in the error 404 (Not Found).
The 5GMS Client shall include, in the message body of each of the HTTP commands associated with Network Assistance Session resource access, the parameter ClientId in the form of a GPSI or SUPI as specified in clause 11.2.3.1.	Comment by Richard Bradbury: As noted above, it would be better to supply the client identifier when creating the Network Assistance session.
There is no body in the case of a bit rate recommendation.
END OF 12th CHANGE
