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Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.
Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

This clause shall start on a new page.

The present document …

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 26.501: “5G Media Streaming (5GMS); General description and architecture”
[3]

DASH-IF, Specification of Live Media Ingest, 
https://dashif-documents.azurewebsites.net/Ingest/master/DASH-IF-Ingest.pdf
3
Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
3.1
Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
5G Media Streaming Reference Points
4.1 General

Editor’s Note: This clause should on what is defined and meant by procedures and how it relates to stage 2.
The architecture in Figure 4.1-1 represents the media architecture connecting UE internal functions and related network functions.
This clause provides and overview of the procedures on each interface, following the stage 2 description in TS26.501 [2].
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Figure 4.1-1: Media Architecture for unicast media downlink streaming (identical to TS26.501 [2], Figure 4.2.1-2)

Editor's Note: The diagram may be removed in the final specification to avoid any inconsistencies with stage 2 specifications
4.2 Procedures of the M1d (5GMS Provisioning) interface

Editor’s Note: This clause should contain control procedures between Network External Media Application Servers and the Media AF.
[

4.2.1 General 

4.2.2 Procedures for DASH Streaming Ingest 

4.2.2.1
Overview

DASH Streaming ingest as described in TS26.501 [X], clause X.X permits the ingest of a DASH Streaming Session. Relevant procedures are defined on 

-
M1d for provisioning the ingest

-
M2d for ingesting the content

-
M3d for setting up the resources

The procedures document how a 5GMSd-aware Application Provider get access to the media distribution services offered by the 5GMSd Service Provider. The 5GMSd-aware Application Provider creates a Provisioning and Ingest session in and can start ingesting media into the assigned Media AS, which will then distribute it based on the created Distribution configuration. The API is designed to match the functionality of public CDNs.
4.2.2.2
M1d Procedures
These procedures are used by the 5GMSd-aware Application Provider and the 5GMSd AF on M1d to provision for a DASH Streaming Ingest. 

<details tbd>
4.2.2.3
M3d Procedures
These procedures are used by the 5GMSd AF on M3d to setup the resources. The procedures are not defined in this specification.

<details tbd>
4.2.2.4
M2d Procedures
These procedures are used by the 5GMSd-aware Application Provider and the 5GMSd AS on M2d to ingest content. 

<details tbd>
]
4.3 Procedures of the M2d (5GMS Ingest) interface
Editor’s Note: This clause should contain content ingestion procedures between Network External Media Application Servers and the Media AS. This Clause may be removed, in case only external referenceable content ingest procedures are used.
4.4 Procedures of the M3d interface
Interface M3d is internal and no procedures on this interface are specified.
4.5 Procedures of the M4d (Media Streaming) interface
Editor’s Note: This clause should contain content ingestion procedures between Network External Media Application Servers and the Media AS. This Clause may be removed, in case only external referenceable content ingest procedures are used.
4.6 Procedures of the M5d (Media Session Handling) interface
4.4.2. Introduction

Editor’s Note: This clause should contain the API related procedures for the Media Session Handling API. The Media Session Handling API is used for consumption, QoE reporting, requesting different policy and charging treatments or other network assistance services.
4.4.2. Procedures of the resource management for dynamic policy
Editor’s Note: Stage 2 modifications needed to clarify the parameter usages within the e2e 5GMS
These procedures are used by a Media Session Handler to perform the resource management of dynamic policies via the M5d interface. A dynamic policy consists of a Policy Type indication, an application flow description and an 5GMS Application Provider identifier (ASP Id).

Editor’s Note: Details on the parameter usage are for further study

A Policy Type indication identifies the requested policy for an application flow such as specific QoS, background data or different charging treatments. Possible values are defined in Clause []. The application flow description allows the identification and classification of the media traffic, such as the packet filter sets [TS 23.501 Clause 5.7.6].  
In order to create a resource for an individual dynamic policy, the Media Session Handler shall first create a new dynamic policy application instance and then create the resource for the individual dynamic policy. When the Media Session Handler needs several individual dynamic policies, it repeats the second step as often as needed.

The Media Session Handler creates a new dynamic policy application instance by sending an HTTP POST message to the Media AF. The body of the HTTP POST message shall include ASP Id to which the Media Session Handler is belonging. The Media AF creates a new Resource URL for the application instance. The Media AF shall respond to the Media Session Handler with a 201 Created message, including the URL for the created resource within the Location header field. 

The Media Session Handler shall use the URL for the dynamic policy application instance in subsequent requests to the Media AF to create individual dynamic policies. The request body contains at least the requested policy type of the dynamic policy and an application flow description. The Media AF shall respond to the Media Session Handler with a 201 Created message, including a Location header field containing the URL for the created individual dynamic policy resource and a message body. 
The Media Session Handler can modify the data of an individual dynamic policy resource using either the HTTP PUT or PATCH methods.

The Media Session Handler can delete an individual dynamic policy resource using the HTTP DELETE methods. The Media AF shall trigger the appropriated actions towards other Network Functions like PCF or NEF.

4.4.3. Procedures of the consumption reporting 
Editor’s Note: Stage 2 modifications needed to clarify the parameter usages within the e2e 5GMS
These procedures are used by the Media Session Handler and the Consumption Reporting functions of the 5GMS Client to perform consumption report via the M5d interface if Consumption Reporting is applied for a Downlink Streaming session. The metadata indicating that Consumption Reporting is applied for the Downlink Streaming session is described in clause X.
In order to create a resource for the consumption reporting procedure, the Media Session Handler shall send an HTTP POST message to the Media AF to create a new application instance of Consumption Reporting. After receiving the HTTP POST message, if the Media Session Handler is authorized, the Media AF shall create a "Consumption Reporting" application instance. "Consumption Reporting" resource is addressed by a URI that is described in clause X. The Media AF shall respond to the Media Session Handler with a 201 Created message including a Location header field containing the URI of the created resource and a message body. The Media Session Handler shall use the URI in the Location header received in the 201 Created message in the subsequent exchanges with the Media AF. The Media AF may include the consumption reporting parameters in the message body.

If the consumption reporting parameters are not present in the message body of the 201 Created message, the Media Session Handler shall send a HTTP GET message including the URI of the "Consumption Reporting" resource to the Media AF to acquire the consumption reporting parameters. The Media AF shall respond with a 200 OK including the consumption reporting parameters in the message body. If the consumption reporting parameters are present in the message body of the 201 Created message, the Media Session Handler should not send a HTTP GET message to the Media AF to acquire the consumption reporting parameters.

When the consumption report event is triggered, the Media Session Handler shall send a HTTP POST message to the Media AF. If several consumption report server URLs are provided in the consumption reporting parameters, the Media Session Handler shall choose one to send the message. The Media AF shall respond a 200 OK message to signal successful processing of the Consumption Reporting request. If the media AF has updated the consumption report parameters, the media AF shall notify the Media Session Handler by including the the consumption reporting parameters in the body of the 200 OK response.

The Consumption Reporting API defining the resources, data models and related procedures for the creation and management of consumption reporting are described in clause X.

4.7 Procedures of the M6d (UE Media Session Handling) interface
Editor’s Note: This clause should contain procedures for the interaction of 5GMS Aware application and the Media Session Handler
4.8 Procedures of the M7d (UE Media Player) interface
Editor’s Note: This clause should contain procedures for the interaction of 5GMS Aware application and the Media Player
4.9 Procedures of the M8d interface
Editor’s Note: This clause should contain procedures for the application.
5
5G Media Streaming APIs
5.1
General

[

Editor’s Note: The following is a section template for API definitions, following TS 29.522.
5.x
API Name

5.x.1
General

5.x.2
Data Model
5.x.2.1
Structured data types
5.x.2.1.1
Type: xxxx
5.x.2.2
Simple data types and enumerations
5.x.3 Resources
5.x.3.1 General

5.x.3.2 Resource: <Meaningful Slogan#1>
5.x.3.2.1
Introduction

5.x.3.2.2
Resource definition
Editor’s Note: Definition of the URL with all its elements
5.x.3.2.3
Resource Method GET

5.x.3.2.4
Resource Method PUT

5.x.3.2.4
Resource Method POST

5.x.3.2.5
Resource Method PATCH

5.x.3.2.6
Resource Method DELETE
5.x.2.1
Notifications

Editor’s Note: Some APIs may contain notifications
]
[

5.2
5GMSd Ingest API

5.2.1
Overview

5.2.2
Data Model
The Provision Object for DASH Ingest is provided below:

	Name
	Type
	Cardinality
	Description

	Origin
	Object
	1 .. 1
	Describes the origin that will be used to ingest the content for distribution.

	Name
	string
	1 .. 1
	A name associated with this origin

	Path
	string
	1 .. 1
	The relative path which will be used to address the media resources. This Path is provided by the Ingest receiver endpoint in the case of Push. 

	Pull
	boolean
	1 .. 1
	Indicates whether to use Pull or Push for ingesting the content.

	Protocol
	string
	1 .. 1
	Identifier of the ingest protocol. The set of supported protocols are defined in clause 5.4.2.3.

	EntryPoint
	string
	
	An entry point to ingest the content. The semantics of the entry point are dependent on the selected Protocol.

	Cache
	[Object]
	1 .. 1
	Defines the Cache configuration for the content of this Distribution.

	Pattern
	string
	
	A pattern that will be used to match the object’s URL to the Cache settings

	OriginCacheHeaders
	boolean
	
	Indicates whether to apply the cache directives for the object at ingest to the distribution. This is only applicable if the Ingest protocol is HTTP.

	CacheDirectives
	Object
	
	If the cache directives are not inherited from the origin, this provides instructions on how to cache the content that matches the pattern. 

	no-cache
	boolean
	
	If set to true, this indicates that the objects that match this pattern are not be cached.

	HTTP-Method-Filter
	[string]
	
	The methods to which the Cache rules apply

	Status-Code-Filter
	[integer]
	
	The status codes to which the Cache rules apply

	CDN_TTL
	[integer]
	
	The TTL value to set to the objects that match the pattern and the other filters.

	Configuration
	Object
	1 .. 1
	Specifies the distribution method and configuration for the ingested content

	ContentPreparation
	Object
	
	Defines the requested content preparation. A set of templates for content preparation may be provided for selection. 

	TargetDomain
	string
	
	The target domain name, which will be used to access the content from the CDN. This will replace the domain name of the 

	OriginDomain
	string
	
	The origin domain that is redirected to the target domain. This domain name can be exposed to the UEs instead of the target domain.

	GeoFencing
	Object
	
	Limit access to the content to the indicated geographic areas.

	URLSignature
	Object
	
	Defines the URL signing scheme. Only correctly signed and valid URLs will be allowed to access the content. 

	tokenName
	string
	
	The name of the query parameter that carries the token.

	passphraseName
	string
	
	The name of the query parameter that carries the passphrase.

	passphrase
	string
	
	The shared secret between the eMAS and the MAS for this Distribution.

	ttlName
	string
	
	The name of the query parameter that carries the TTL field.

	UseIPAddress
	boolean
	
	If set to true, the IP address of the UE is matched to the IP address in the signature. Access to the object is only allowed when they match.

	ipAddressName
	string
	
	The name of the query parameter that carries the IP address of the client.

	Certificate
	Object
	
	When content is distributed using TLS, the certificate for the Origin Domain is shared with the MAS.


5.2.3
Resource structure
The Ingest and Distribution API is accessible through this URL paths:

{apiRoot}/3gpp-dashingest/v1/
The following operations and the corresponding HTTP methods are supported:

	Operation
	Resource URI
	HTTP Method
	Description

	Create a new Distribution
	tbd
	POST
	This is used to create a new Distribution resource.

	Fetch Distribution Configuration
	
	GET
	This operation is used to read the distribution configuration.

	Update Distribution
	
	PUT
	This operation is used to update the distribution configuration.

	Delete Distribution
	
	DELETE
	This operation is used to delete an existing Distribution.

	Purge Cache
	
	POST
	This operation is used to invalidate some or all cached objects of this Distribution.

	Create a new Content Preparation Template
	
	POST
	This operation is used to create a new Content Preparation Template that defines how the ingested content is to be prepared for distribution.

	Create a new Certificate
	
	POST
	This operation is used to add a new certificate that is used for the distribution of the content of a Distribution using TLS. 


5.2.4
Media Ingest Interface

This specification defines a single DASH Ingest protocol, the “dash-if-ingest” as specified by [8]. The Pull flag of the Origin element shall be set to false, indicating that a Push-based protocol is used. The entry point element shall be set to the URL that will be used to upload the DASH segments and MPD. The entry point URL shall not contain a path. The path for the URL is provided by the Path element.

]
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