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1 Introduction

The 5GMS architecture allows external content and service providers to create an Ingest and Distribution configuration for their content distribution needs. An Ingest and Distribution Configuration (IDC) is optimized for media distribution over 5GS. It leverages the capabilities of the 5GS to offer a custom-made distribution that meets the needs and resources of the media service provider.

Upon a successful setup of an Ingest and Distribution configuration, the MNO creates or uses an existing corresponding network slice that will be used to serve the content of that IDC. 

In this contribution, we discuss the procedures for selecting the appropriate network slice. 

2 Discussion
2.1 Network Slice Assignment and Selection

Upon setting up an IDC, the content/service provider is offered the option to associate a network slice with a custom QoS profile. The QoS profile may be of type GBR, delay-critical GBR, or Non-GBR. For GBR flows, the QoS profile provides the GFBR and MFBR and the window over which the bitrate is calculated. These QoS parameters may be customized by the Service provider to best suit the needs of the offered service. Alternatively, the service provider may choose to distribute its content using the standardized eMBB slice with a non-GBR flow. 
The IDC is then associated with a Network Slice Selection Assistance Information (NSSAI) that identifies the corresponding network slice. UEs that are allowed by the IDC will receive the NSSAI as part of the Network Slice Selection Policy (NSSP) in the User Route Selection Policy (URSP), which is sent by the PCF to the UE. 
Upon setting up a PDP session, the UE will check the URSP rules to retrieve the route selection descriptor that matches the selection rules. The route selection rules are depicted by the following table:

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application  descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	Destination FQDN(s)
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	


For a service provider, steering related traffic can be simply performed by setting a corresponding domain descriptor, in which it cites its distribution FQDN as a matching parameter. Alternatively the service provider may define an Application descriptor (consisting of an OSId and an OSAppId) or the IP descriptor as the filtering criteria.
The matching Route Selection descriptor contains, among other information, the network slice selection with the S-NSSAI as shown in the following table.
	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
(NOTE 5)
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
(NOTE 3)
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value of PDU Session Type
	Optional
	Yes
	UE context

	Non-Seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional

(NOTE 4)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	Route Selection Validation Criteria

(NOTE 6)
	This part defines the Route Validation Criteria components
	Optional
	
	

	Time Window
	The time window when the matching traffic is allowed. The RSD is not considered to be valid if the current time is not in the time window.
	Optional
	Yes
	UE context

	Location Criteria
	The UE location where the matching traffic is allowed. The RSD rule is not considered to be valid if the UE location does not match the location criteria.
	Optional
	Yes
	UE context


Once the UE determines the DNN and S-NSSAI that it will use for a certain connection/application, it can start the PDU session establishment procedure and provide the requested S-NSSAI(s). If the UE is allowed to use the requested NSSAI, the PDU session will receive the QoS treatment of that network slice. 
2.2 Network Slice as a Service

The concept of Network Slice as a Service (NSaaS) is defined in [6]. NSaaS can be offered by an MNO to 3rd party providers in the form of a service. This service allows the providers to use the network slice instance as the end user and to manage the network slice instance via a management interface exposed by the MNO. 
In turn, these providers offer their own services, e.g. OTT service, on top of the network slice instance obtained from the MNO. 

The NSaaS offered by the MNO can be characterized by certain properties (capabilities to satisfy service level requirements), e.g.

- 
radio access technology,

-
 bandwidth,

- 
end-to-end latency,

-
 reliability,

- 
guaranteed / non-guaranteed QoS,

- 
security level, etc.

The interface that is used for the creation and management of network slices is defined in [7] and the information elements are defined in [8].
2.3
Fine Granular Differentiation
2.3.1
S-NSSAI
An IDC may be offered to a wide range of devices with different rendering and processing capabilities. For instance, a UE may offer multiple options to the user to consume the service, e.g. it may offer to render the service on the UE directly or may offer to render it on an external, more capable, screen. The user may switch between the two displays during the same session. An example of this scenario is as follows: a user is watching a video using a popular OTT service on her smartphone on her way home. Once she arrives at home, the user decides to cast the same video to her 8K TV in the living room.
To address such a scenario, we propose to associate a single IDC with a set of S-NSSAIs, that share the same filtering rules but differ in the QoS profiles that will be applied to the flows. The S-NSSAI has the following syntax:
	8
	7
	6
	5
	4
	3
	2
	1
	

	S-NSSAI IEI
	octet 1

	Length of S-NSSAI contents
	octet 2

	SST
	octet 3

	SD


	octet 4*

octet 6*

	Mapped HPLMN SST
	octet 7*

	Mapped HPLMN SD
	octet 8*

octet 10*


The group of the S-NSSAIs for a particular IDC will share the same Slice/Service Type (SST), but they will differ in the Slice Differentiator (SD). 

2.3.2
Mapping of Slice Differentiator
The service provider may define a set of operation points for the service that it offers as part of the service. Each operation point is mapped into a QoS profile that matches the required resources for receiving the service at that operation point.

As an example, an OTT service may offer an HD and a 4K representation of the video content, described as two different DASH Representations of the same AdaptationSet. Each of these representations will result in a different set of QoS requirements. When configuring the IDC, the service provider will request the Media AF to allocate a group of two network slices for this service. The same SST value will be assigned to both. The SD value of the S-NSSAI is mapped to an identifier of the IDC and an identifier of the operation point as follows:
	IDC Identifier 0

IDC Identifier 1
Operation Point Id
	octet 4*

octet 6*


The IDC identifier will usually be assigned by the Media AF and the PCF after successful creation of the IDC. The Operation Point Id is agreed between the Media AF and the service provider. However, the service provider is free to map it to a service operation point of its choice. That mapping is then signaled to the UE as part of the service description.
2.3.3
DASH Mapping

If the service is distributed using DASH, the service provider may use the ServiceDescription element to convey the operating points and their corresponding identifiers in the MPD. For this purpose, a dedicated scope is identified as follows:

· @schemeIdUri: “urn:org:3gpp:5g:dash:nssai-sd:op”
· @value: indicates the operating point identifier as a string. The value shall be a number between 0-255

The ServiceDescription shall include at least one OperatingBandwidth element and may contain a Latency element. 

2.4
Call Flow for Downlink Streaming 
The service provider requests the assignment of one or more network slices for the distribution of the service. The service provider indicates the required QoS parameters that can be derived from the service information, such as a DASH MPD. These QoS parameters include, among other things, the GFBR, MFBR and the latency for a GBR flow. Upon successful assignment of the network slices for the service, the Media AF will respond with the list of allowed S-NSSAIs to the service provider. The service provider will signal its offered operation points and their mappings to the S-NSSAI in the service description, e.g. in the DASH MPD as discussed earlier. 

The following is the flowchart diagram for this procedure:

  
[image: image1]
The steps are as follows:

1. The external 5GMSA Application provider requests the creation of a new Ingest and Distribution Configuration for distributing its content. The 5GMSA Application provider indicates the anticipated operation points for the service. An operation point consists of the bandwidth and latency requirements, as well as any other parameters that may influence the policy for the sessions of this application (e.g. the charging profile, coverage area, route selection information,…).
2. The Media AF uses the interfaces defined in [7] to request the creation of a new network slice instance and provision it for the new distribution configuration.
3. If successful, the new S-NSSAI is added to the Configured NSSAI (this requires a UCU procedure) and stored in the UE profile in the UDM for the allowed UEs. The NSSF is configured with the S-NSSAI and related information (this includes information for the AMF to select the SMF). The SMF is configured with the S-NSSAI-related information (e.g. for UPF selection).
4. The network confirms the creations of the new network slice(s) to the Media AF and provides the list of S-NSSAI(s) with their corresponding parameters.
5. The Ingest and Distribution Configuration is updated with the information about the network slices. 

6. The Media AF confirms successful setup of the Ingest and Distribution Configuration to the Application provider

7. The PCF updates the URSP rules on the target set of UE(s), e.g. based on geographical service area of the offered application

8. The 5GMSA Player starts a streaming session by fetching the entry point to the service

9. The Media Session Handler in the UE may retrieve information from the Media AF to assist with the route selection for the target operation point of the session. The Media Session Handler may get information about the target operation point from the media player. 

10. The UE performs the route selection procedure. The UE, when receiving a first packet for a new IP flow, checks the URSP rules for matching filters such as the traffic descriptors, the domain descriptors, or the Application descriptors. The UE will use the matching filter to retrieve the matching Route Selection descriptor, which provides the DNN, and the S-NSSAI(s). 
11. The UE requests the establishment of a PDU session with these parameters, if one doesn’t exist already. Upon successful PDU session establishment, the AMF notifies the UE of the assigned QoS profile for the PDU session
12. The streaming of the media content at the target operation point starts.
3 Proposal

We propose to agree the associated CR to add support of network-slice based traffic handling for Downlink Streaming.
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