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[bookmark: _GoBack]1	Overall description on Edge Computing
Application Clients on the UE can be “Edge-aware” and “Edge-unaware”. 

For Edge-unaware applications, traffic steering in MEC refers to the capability of the MEC system to route traffic to the targeted applications in a distributed cloud. In a 5G integrated deployment the role of the data plane is delegated to the User Plane Function (UPF). A UPF plays the central role in routing the traffic to desired applications and network functions. In addition to the UPF, there are a few related procedures specified by 3GPP that are used to enable flexible and efficient routing of the traffic to applications. One such procedure is the Application Function (AF) influence on traffic routing. It allows an AF to influence the selection and re-selection of a local UPF by means of Traffic Influence Policies submitted by the AF.

The toolset offered by a 5G network can be used by the AF which maps to MEC platform. When a MEC application is instantiated, no traffic is routed to the application until the application is ready to receive traffic and the underlying data plane is configured to route the traffic towards it. This configuration is done by the MEC platform. 

When deployed in a 5G network, a MEC platform, is in the role of a 5G AF towards the 5G core network. It interacts with the PCF directly or indirectly via the NEF to request traffic steering by sending information that identifies the traffic to be steered. The PCF transforms the request into session management policies that apply to targeted PDU session(s) and provides the routing rules to the appropriate SMF. Based on the received information, the SMF identifies the target UPF, if it exists, and initiates configuration of the traffic rules there. If no applicable UPF exists, the SMF can insert one or more UPFs in the data path of the PDU session.

The AF may also provide in its request subscriptions to SMF events (e.g. UP path change).

When the AF is notified of the occurrence of UP path change with the information, the AF may acknowledge the SMF providing information for the relocation of the EAS (Edge Application Server).

2	Call flow

The call flow is as follows as shown in figure 1:

1. The AF sends the Nnef_TrafficInfluence_Create request to PCF via the NEF. The AF may directly send the AF request to the PCF if it is a trusted AF.
2. The NEF forwards the AF request to the PCF as Npcf_PolicyAuthorization_Create request.
3. PCF acknowledges NEF.
4. NEF acknowledges AF
5. Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s). If the AF subscribes to UP Path change event, the PCF includes the related subscription information within the corresponding PCC rule(s).CF.
6. SMF acknowledges PCF
7. User plan reconfiguration occurs.
8. The SMF sends Nsmf_EventExposure_Notify request to the AF via the NEF.
9. The NEF sends Nnef_TrafficInfluence_Notify request to the AF.
10. The AF acknowledges the NEF
11. The NEF acknowledges the SMF.
12. The AF may acknowledge the notification for the SMF via the NEF with Nnef_TrafficInfluence_AppRelocationInfo request and provide information for the relocation of the Edge Application Server
13. The NEF acknowledge the AF.
14. The NEF forwards the acknowledgement from the AF to the SMF with Nsmf_Event_ExposureçAppRelocationInfo request
15. The SMF acknowledges the NEF.
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Figure 1: Processing AF requests to influence traffic routing of a UE


3	Next steps
The goal of the 2 CRs, s3i220236 on TS 33.127 and s3i220235 on TS 33.128, are related to the case of Edge-Unaware target UE. It is made in order to inform the LEMF about the traffic influence policies submitted by an AF to the 5GS related to a specific target and associated notifications of UP Path Change and application relocation information. 

A CRs may be proposed to another SA3LI meeting in order to cover the cases related to Edge-aware target UE in TS 33.127. It may extend the generic LI architecture, with EES (Edge Enabler Server) as a CP NF providing the IRI-POI functions. The PoI of the EES may have LI capabilities to generate the target UE's application authorisation, application's service registration and application's service discovery related xIRI. 

The xIRI events of CR to be proposed in another meeting to SA3LI, may be based on context information that may be interesting for LEAs, ie :
- Registration.
- RegistrationUpdate
- Deregistration.
- EASDiscovery
- Start of interception with already registered EEC (Edge Enabler Client) of target UE.
.
Other xIRI may be proposed on top of them

The related CR on TS 33.128 is ffs as some basic stage 3 of 3GPP on Edge Computing seems not to be fully specified.
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