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1. Introduction

For LEA,  characteristics of the UE features and the different IMSI used by a target are important on one hand to better decode, on a second hand to get the possibility to activate LI with other digital identity (IMSI) used by the target through new warrant(s).

2. Issues

More and more UEs are complex tools. Operator/network providers are using different tools to detect the configuration of UEs in order to better configure UEs and provide their services. The two standardized means seems to be based mainly on two OMA specifications, OMA Device Management - OMA DM and OMA Client Provisioning – CP. 

IMS services cannot be provided without proper configuration. Different IMS 3GPP TS has been made such as 3GPP TS 24.167 (mobile device 3GPP IMS Management Object, specially its informative annex which handle IMS clients provisioning applications characteristics)) Most of the work around such issue are made by CT1 working group.

Some HI2 messages and some architecture work could be made in order to get UE features and IMSI installed in the UE with device manager system or from the target's UE with device manager or in extract passively exchange of information between target's UE and device manager

However, device management system and access on the IMSI information are protected key elements. These needs may need some security studies, in order to better define a way to solve such issue.

3. Recommendation

If SA3 LI, specially vendors, agree a liaison could be established with the relevant 3GPP working group (SA 3 ? CT1 ? CT6 ?) to find a proper solution, mainly for IMS and PS domains.
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