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1. Overall Description:

SA3-LI thanks SA3 for their LSs S3-092224 and  S3-092227 on IMS Media Security Lawful Interception and IBAKE MEDIASEC issues. SA3-LI have reviewed the LSs and would like to provide the following feedback to SA3.
SA3-LI has discussed SA3’s feedback on re-keying. SA3-LI consider that a network initiated periodic re-keying solution would be preferable to a UE based solution. However, a UE based solution would be acceptable provided it could be implemented in an operator controlled tamper proof manner. SA3-LI has no preference whether such functionality is implemented in the UICC or ME providing it is tamper proof. 

SA3-LI look forward to receiving further feedback from SA3 on the life at risk instant re-keying and security guidance on key handling outside of the media security architecture. 
SA3-LI would also like to provide feedback on LS S3-02227 on IBAKE as a candidate for inclusion in release 10 MEDIASEC. While SA3-LI have not identified any major issues which would prevent inclusion of IBAKE into MEDIASEC from an LI perspective, SA3-LI have identified a number of potential LI shortcomings in the current IBAKE proposals which will require further consideration.
2. Actions:

To SA3 Group
ACTION: SA3-LI kindly asks SA3 to take the above information into account when progressing SA3 work on IMS Media Security Lawful Interception solutions and specifically asks the supporting companies of the IBAKE proposals to work with SA3-LI to provide more detailed LI analysis of the IBAKE proposals.
3. Date of Next SA3-LI Meetings:
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