Page 1



3GPP TSG-SA WG3 LI Meeting # 8
Tdoc S3LI01_129

Aspen, Colorado, USA. 30 October – 1 November 2001

	CR-Form-v4

	CHANGE REQUEST

	

	(

	33.108
	CR
	CRNum
	(

rev
	-
	(

Current version:
	0.1.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	

	Proposed change affects:
(

	(U)SIM
	
	ME/UE
	
	Radio Access Network
	
	Core Network
	

	

	Title:
(

	Achieving the TLV synergy for HI2 and HI3 ports

	
	

	Source:
(

	Nokia corporation

	
	

	Work item code:
(

	
	
	Date: (

	22 October 2001

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-5

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)

	
	

	Reason for change:
(

	Section 4.5 reads the following:

” Within this section only definitions are made which apply in general for all network technologies. Additional technology specific HI2 definitions are specified in related Annexes”

In case an operator and LEA would opt to use FTP for delivery of both, the IRI and the CC by FTP, then a synergy would be achieved by doing the following If we’ll define a TLV table for HI2 parameters based on the existing ASN.1 parameter definitions, then much faster delivery of IRI and CC could be achieved.

In addition to the ASN.1/BER coded IRI parameters, this kind of TLV-encoded parameters optionally could represent IRI at the presentation layer.

Besides, in order to secure possible future demand on new operator/LEA parameters, it is proposed to add to the ASN.1 tree a new parameter: ‘private-Extension’ parameter.

	
	

	Summary of change:
(

	

	
	

	Consequences if 
(

not approved:
	

	
	

	Clauses affected:
(

	4.4.1; 4.5.1; 4.5.2; Annex A.3; Annex B.4

	
	

	Other specs
(

	
	 Other core specifications
(

	

	affected:
	
	 Test specifications
	

	
	
	 O&M Specifications
	

	
	

	Other comments:
(

	Related discussion paper is ‘S3LI01_126 DP on HI2 harmonization with HI3’.


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.
4.4.1
Handover interface port 2 (HI2)

The handover interface port 2 shall transport the IRI from the NWO/AP/SvP's IIF to the LEMF.

The delivery shall be performed via data communication methods which are suitable for the network infrastructure and for the kind and volume of data to be transmitted.

The delivery can in principle be made via different types of lower communication layers, which should be standard or widely used data communication protocols. 

The individual IRI parameters shall be coded using ASN.1 and the basic encoding rules (BER). Optionally, TLV encoding may be used. The format of the parameter's information content shall be based on existing telecommunication standards, where possible.

The individual IRI parameters have to be sent to the LEMF at least once (if available).

The IRI records shall contain information available from normal network or service operating procedures. In addition the IRI records shall include information for identification and control purposes as specifically required by the HI2 port. 

The IIF is not required to make any attempt to request explicitly extra information, which has not already been supplied by a signalling system.

	***  Next Modification ***


4.5
HI2: Interface port for intercept related information 

The HI2 interface port shall be used to transport all intercept-related information (IRI), i.e. the information or data associated with the communication services of the target identity apparent to the network. It includes signalling information used to establish the telecommunication service and to control its progress, time stamps, and, if available, further information such as location information. Only information which is part of standard network signalling procedures shall be used within communication related IRI.

Sending of the intercept-related information (IRI) to the LEMF shall in general take place as soon as possible, after the relevant information is available.

In exceptional cases (e.g. data link failure), the intercept related information may be buffered for later transmission for a specified period of time.

Within this section only definitions are made which apply in general for all network technologies. Additional technology specific HI2 definitions are specified in related Annexes.

4.5.1
Data transmission protocols

The protocol used by the "LI application" for the encoding and the sending of data between the MF and the LEMF is based on already standardized data transmission protocols like ROSE or FTP. 

The specified data communication methods provide a general means of data communication between the LEA and the NWO/AP/SvP's mediation function. They are used for the delivery of: 
-
HI2 type of information (IRI records);

-
Certain types of content of communication may be sent over the HI2 interface (e.g., SMS).

The present document specifies the use of the two possible methods for delivery: ROSE or FTP on the application layer and the BER on the presentation layer. Optionally, TLV presentation may be used. The lower layers for data communication may be chosen in agreement with the NWO/AP/SvP and the LEA.

The delivery to the LEMF should use the internet protocol stack.
4.5.2
Application for IRI (HI2 information)

The handover interface port 2 shall transport the intercept related information (IRI) from the NWO/AP/SvP's MF to the LEMF.

The individual IRI parameters shall be coded using ASN.1 and the basic encoding rules (BER). Optionally, TLV encoding may be used. Where possible, the format of the information content shall be taken over from existing telecommunication standards, which are used for these parameters with the network already (e.g., IP). Within the ASN.1 coding for IRI, such standard parameters are typically defined as octet strings.

	***  Next Modification ***


A.2.7
TLV coded IRI parameters

When FTP is used, the following table lists the optional presentation of the IRI parameters in the TLV format.
	TLV Parameter
	Length in octets
	Respective ASN.1 parameter
	Presence

	Version
	2
	iRIversion
	O

	GMM or SM event, which has triggered sending IRI
	1
	GPRSEvent
	M

	GPRS attach
	1
	gPRSAttach
	M/Choice

	GPRS detach
	1
	gPRSDetach
	M/Choice

	PDP context activation
	1
	pDPContextActivation
	M/Choice

	Interception activation with PDP context active
	1
	startOfInterceptionWithPDPContextActive
	M/Choice

	PDP context deactivation
	1
	pDPContextDeactivation
	M/Choice

	Cell update
	1
	cellOrRAUpdate
	M/Choice

	SMS
	1
	sMS
	M/Choice

	PDP context update
	1
	
	O/Choice

	Routing area update
	1
	cellOrRAUpdate
	M/Choice

	Interception activation with no PDP context active
	1
	
	O/Choice

	Interception deactivation
	1
	
	O(Choice

	Time Stamp of the IRI report
	4
	timeStamp
	M

	Intercepting NodeType (SGSN, GGSN, CSCF)
	1
	
	O

	GGSN
	1
	
	O/Choice

	SGSN
	1
	
	O/Choice

	CSCF
	1
	
	O/Choice

	Intercepting Node ID
	4-16
	sgsnAddress
	O

	Interception Activation Time Stamp
	4
	
	O

	IRI Sequence Number
	4
	
	O

	Correlation Number
	8-20
	gPRSCorrelationNumber
	O

	CID
	
	communicationIdentifier
	O

	CIN
	1-8
	communication-Identity-Number
	O

	NID
	
	network-Identifier
	O

	Operator Identifier
	1-5
	operator-Identifier
	M

	NEID in IP format
	1-25
	network-Element-Identifier
	O/Choice

	NEID in DNS format
	1-25
	network-Element-Identifier
	O/Choice

	Intercepted party ID (IMSI, IMEI, MSISDN)
	
	partyInformation
	M

	IMEI
	
	
	M/Choice

	MSISDN
	
	
	M/Choice

	IMSI
	
	
	M/Choice

	National Parameters
	1- 10240
	national-Parameters
	O

	GMM and SM cause values
	2
	gPRSOperationErrorCode
	O

	MainElementID, used if more that one IRI record is included
	2
	
	O

	HeaderElementID, used if  more than one IRI header is included
	2
	
	O

	PayloadElementID, used if more than one IRI payload is included
	2
	
	O

	LIID
	1-25
	lawfulInterceptionIdentifier
	M

	Private Extension
	1-65536
	private-Extension
	O


Note:
Ther ‘GPRSEvent’ parameter is regarded to be optional ASN.1 definition. However, this shall be mandatory for the data interceprtion in the PS domain.
	***  Next Modification ***


B.4
Intercept related information (HI2)

Declaration of ROSE operation sending-of-IRI is ROSE delivery mechanism specific. When using FTP delivery mechanism, data IRI-content must be considered.

Note: The deleted ASN.1 is not used by 3GPP. The deletions are maintained for information purposes. Unless otherwise noted, deleted TAG values are reserved.

ASN1 description of IRI (HI2 interface)

[Editor Note: need to rework Object Identifiers to point to 3GPP and not ETSI]

HI2Operations { ccitt (0) identified-organization (4) etsi (0) securityDomain (2) lawfulIntercept (2) hi2 (1)  version2 (2)} 

DEFINITIONS IMPLICIT TAGS ::=

BEGIN

EXPORTS
sending-of-IRI, 


CommunicationIdentifier, 


TimeStamp, 


OperationErrors, 


SMS-report,

 
LawfulInterceptionIdentifier, 

 
Supplementary-Services, 

 
CC-Link-Identifier;

IMPORTS OPERATION, 



ERROR 




FROM Remote-Operations-Information-Objects 




{joint-iso-itu-t (2) remote-operations(4) informationObjects(5) version1(0)}



hi2DomainId 




FROM  





SecurityDomainDefinitions 





{ ccitt (0) identified-organization (4) etsi (0) securityDomain (2)};

sending-of-IRI  OPERATION ::= 

{


ARGUMENT
IRIContent


ERRORS

{ OperationErrors }


CODE

global:{ hi2DomainId sending-of-IRI (1)  version1 (1)}

}

-- Class 2 operation . The timer shall be set to a value between 3 s and 240 s. 

-- The timer.default value is 60s.

-- NOTE:
The same note as for HI management operation applies.

IRIContent

::= CHOICE 

{


iRI-Begin-record

[1] IRI-Parameters,


--at least one optional parameter must be included within the iRI-Begin-Record


iRI-End-record


[2] IRI-Parameters,


iRI-Continue-record

[3] IRI-Parameters,


--at least one optional parameter must be included within the iRI-Continue-Record


iRI-Report-record

[4] IRI-Parameters,


--at least one optional parameter must be included within the iRI-Report-Record


...

}

unknown-version 

ERROR ::= { CODE local:0}

missing-parameter

ERROR ::= { CODE local:1}

unknown-parameter-value
ERROR ::= { CODE local:2}

unknown-parameter

ERROR ::= { CODE local:3}

OperationErrors ERROR ::= 

{ 


unknown-version | 


missing-parameter | 


unknown-parameter-value | 


unknown-parameter 

}

--This values may be sent by the LEMF, when an operation or a parameter is misunderstood,

IRI-Parameters

::= SEQUENCE 

{


iRIversion





[23] ENUMERATED


{



version2(2),



…

} OPTIONAL,


-- if not present, it means version 1 is handled


lawfulInterceptionIdentifier
[1] LawfulInterceptionIdentifier ,



--This identifier is associated to the target.


communicationIdentifier




[2] CommunicationIdentifier,



--used to uniquely identify an intercepted call.



-- called CallIdentifier in Edition 1 of the document


timeStamp





[3] TimeStamp, 



--date and time of the event triggering the report.) 


intercepted-Call-Direct 

[4] ENUMERATED 


{



not-Available(0),



originating-Target(1),




-- in case of GPRS, this indicates that the PDP context activation 




-- or deactivation is MS requested



terminating-Target(2),




-- in case of GPRS, this indicates that the PDP context activation or deactivation is 




-- network initiated


...


} OPTIONAL,


locationOfTheTarget



[8] Location OPTIONAL,



--location of the target subscriber


partyInformation 



[9] SET SIZE (1..10) OF PartyInformation OPTIONAL, 



--This parameter provides the concerned party (Originating, Terminating or forwarded party),



-- the identiy(ies) of the party and all the information provided by the party. 

[Editor Note: deleted SMS and PacketDats capability as a result of Saarbrucken meeting]


serverCenterAddress

[13] PartyInformation OPTIONAL,



--e.g. in case of SMS message this parameter provides the address of  the relevant 



--server within the calling (if server is originating) or called (if server is terminating)



-- party address parameters


sMS





[14] SMS-report OPTIONAL,



--this parameter provides the SMS content and associated information


national-Parameters

[16] National-Parameters OPTIONAL,


gPRSCorrelationNumber
[18] GPRSCorrelationNumber OPTIONAL,


gPRSevent 



[20] GPRSEvent OPTIONAL,



-- This information is used to provide particular action of the target



-- such as attach/detach


sgsnAddress 


[21] DataNodeAddress OPTIONAL,


gPRSOperationErrorCode 
[22] GPRSOperationErrorCode OPTIONAL,

private-Extension

[23] Private-Extension OPTIONAL,

...

}

	***  Next Modification ***



Private-Extension ::= OCTET STRING (SIZE(1.. 65536))

--Pperator and LEA agree upon the contents
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