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1 Decision/action requested 
This contribution proposes content for the TR33.845 to describe the primary authentication
2 References
[1] TR 33.845, Storage of Secure Parameters in a 5G system. 
[2] TS 33.501, "Security Architecture and Procedures for 5G System".
3 Rational
In TR 33.845, the content about the primary authentication is empty.
4 Detailed proposal
*************** Start of 1st Change ****************
4.3
Primary Authentication


3GPP TS 33.501 [2] defines primary authentication to enable mutual authentication between the UE and the network. It uses the pre-shared long-term Key which is bind to a unique SUPI to authenticate each other. The long-term Key is stored in the USIM and the ARPF of home network separately. The ARPF shall process the K only in its secure environment, the ARPF is a service offered by UDM. 
Two methods including EAP-AKA' and 5G-AKA are defined for primary authentication, which method is used for mutual authentication is determined by the ARPF/UDM. The authentication methods are stored in the ARPF. The other security parameters (e.g. SQN, AMF) in addition to the K required for the primary authentication are also held by the ARPF.
During the registration procedure, the AMF determines to trigger the primary authentication on–demand for the UE. If the primary authentication is required, the AMF requests it from the AUSF. Upon request from the AMF, the AUSF shall execute authentication of the UE. 
In the primary authentication procedure, the ARPF is required for key storage, authentication methods storage, and key derivation.
*************** End of 1st Change ****************
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