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	Feature / Item:
	eV2X Security

	Affects:
	UICC apps:
Don't know
	ME:

X
	AN:

X
	CN:

X
	Others (specify):
Don't know

	Expected Completion Date:
	June 2020 (SA#88)

	Service(s) impacted:
	V2X Services

	Specification(s) affected:
	TS 33.536, TS 33.220

	Task(s) within work which are not complete:
	V2X communication over PC5 reference point
· Finalization of security input (e.g. BEARER)
· Security policy handling

· L2 ID conversion for groupcast

	Consequences if not included in Release 16:
	Above features will not be supported for the UEs supporting V2X services.


Abstract of document:

One further meeting is needed to complete the tasks listed in the above table.
This work item exception requests to extend the deadline of the SA3 eV2X work till June 2020.
Contentious Issues:

The following issues have been identified:

· The security policy handling mechanism when the security policies are different in two peer UEs needs to be clearly defined. 
· How to securely convert the group ID to the destination ID for protecting privacy in groupcast needs more discussion. 
