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1. Overall Description:
SA3 thanks RAN2 for the LS on security for inactive state. 

SA3 discussed the RAN2 agreements, working assumptions, and detailed solution call flow regarding RRC inactive state transition security. 

SA3 would like to confirm that RAN2 working assumptions and agreement meet all SA3 security concerns and requirements that were listed in SA3 reply LS (S3-181450). Therefore, SA3 would like to confirm that there is no security issue in RAN2 working assumptions and agreement.

In addition, SA3 has agreed to the attached solution which address all RRC-INACTIVE state transitions security scenarios in line with RAN2 working assumptions and agreement as described in RAN2 reply LS (R2-1806457). 

Please note, SA3 has agreed solutions for security negotiation procedure for RRC-INACTIVE to CONNECTED and RNAU. In the case of RNAU, if the target gNB selects new ciphering and integrity algorithms other than what the UE was using with the last serving cell, the attached solution allows the target gNB the option to bring the UE to CONNECTED while negotiating the new selected algorithms.

2. Actions:
To RAN2 group.
ACTION: 	
1. SA3 kindly requests RAN2 to take into account SA3 feedback as described above.
2. SA3 kindly request RAN2 to take SA3 attached solution as FYI and let SA3 know if you have any comments or concerns.

3. Date of Next TSG-SA WG3 Meetings:
SA3#92	                20-24 August 2018			Dalian, China
SA3#92Bis	                24-28 September 2018			Harbin, China

