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[bookmark: _Toc366747950]X.2	Authentication of WebRTC IMS Client with IMS subscription re-using existing IMS authentication mechanisms
X.2.2 Requirements
· REQ x: For the reference interface W1 (WIC to WWSF), one way authentication (WIC needs to authenticate WWSF) is needed. For the interface W2 (WIC to eP-CSCF), the mutual authentication is required. 
Editor’s note: Include the requirements pertaining to this scenario here, cf. clause 5 of TR 33.871. 
X.3	Authentication of WebRTC IMS Client with IMS subscription using web credentials
X.3.2 Requirements
· REQ y: For the reference interfaces W1 (WIC to WWSF), W2 (WIC to eP-CSCF), and W4, if present, (WWSF to WAF), the mutual authentication is required.
Editor’s note: Include the requirements pertaining to this scenario here, cf. clause 5 of TR 33.871. 
Assignment of IMS identities to WebRTC IMS Client from pool of IMS subscriptions held by WWSF
X.4.2 Requirements
· REQz: For the reference interfaces W2 (WIC to eP-CSCF), and W4, if present, (WWSF to WAF), the mutual authentication is required. And as for the W1, mutual authentication is needed, except for the anonymous usecase. In the anonymous usercase, one way authentication (WIC needs to authenticate WWSF) is needed.
Editor’s note: Include the requirements pertaining to this scenario here, cf. clause 5 of TR 33.871. 

