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1. Abstract of the contribution
The purpose of this contribution is to modify improvement of  new security requirement in the clause 5.2.9.1 of  SECAM.

2. Analysis
With the development of technology, new threat or vulnerabilities are constantly being discovered. If a new threat or vulnerability has been identified, the corresponding security requirements should be added to SAS. Vendors, operators or other bodies can propose new security requirements to SA3 in order to continuously review and improve SAS.
Proposal is that SECAM should accept the new version of SAS. New threat and vulnerability can influence all of SAS, including all security requirments of not only security compliance test but also basic vulnerability test and enhanced vulnerability analysis. 
The evaluation test is required to be standardized and workable. So security evaluation criteria should remain stable, although the threat and vulnerability is identified and updated frequently. Therefore, SECAM should accept the new version of SAS.
3. Discussion and proposal
----------------------------------------------------------------Begin of Change--------------------------------------------------------
5.2.9
General considerations
5.2.9.1
Improvement of SAS and new security requirements

Vendors, operators or other bodies can propose new security requirements for addition to 3GPP standards (SAS) if a new threat or vulnerability has been identified. This gives SA3 the flexibility to continuously review and improve their SAS (including security compliance checklist, basic vulnerability checklist as well as enhanced vulnerability analysis checklist). Besides, SECAM should accept the new version of SAS.
----------------------------------------------------------------End of Change-----------------------------------------------------------
