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1. Abstract of the contribution
This contribution clarifies that the conclusion of the spoofed call.
2.CR
----------------------------------------------------------------Begin of Change----------------------------------------------------------
9
Conclusions and recommendations
Editor’s notes: Here we request that the proposed solution should be evaluated against the requirements.
This technical report analyses solutions for the spoofed caller ID problem. It seems practically infeasible to provide a solution that requires modifications to the signaling system 7. The provided solutions are currently not seen as worthwile to deploy from the operators's point of view. SA3 has finalized the present version. If, at some point in the future, a more effective solution would be found, then a new WID with a clear scope can be created.
----------------------------------------------------------------End of Change-----------------------------------------------------------
