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1. Abstract of the contribution
Some statistics about spoofed call in real networks are given according to spoof call prevention and detection platform in China Mobile.
1. Introduction
Spoofed call is a big challenge for all the network operators, for it is closely related with telemarketing fraud, internet fraud and identity theft. More information about these three kinds of frauds can be found on www.fbi.org. Spoofed call enhances the above three kinds of frauds greatly by tricking people. 
In order to enhance telecom network trust and protect users from telecom related fraud scams, China Mobile contructed spoofed call pretection and detection platform, which is in operation for more than 3years.  By the way, in our point, users may has several numbers and display different ids according to his own will, this is not regarded as spoofed calls for the ids are under the control of network operators.
2. Spoofed call in real networks
Some statistic data and conclusions are listed:
(1) More than 80% spoofed calls are international calls and initiated from oversea operators
(2) Most fraud scams are related with spoofed call, according to cooperation data with police department
(3) About 25% international calls’ ids are with invalid format(ITU SS7), about 5% with no ids
(4) Part of spoofed calls can be detected, but criminals are very hard to catch
