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Abstract of the contribution: This contribution proposes that the OECD privacy principles are added to the TR as background information and as examples of a commonly used and accepted set of privacy principles. These principles also serve as guidance for SA3 on aspects that need to be covered in the study.
1 Introduction 
This pCR proposes that SA3 uses the OECD privacy principles [1], in an informative annex, as an example of established privacy principles.

These principles were developed by The Organization for Economic Co-operation and Development (OECD) in the 70s and 80s and cover the main aspects of privacy. The OECD principles have been consulted when setting business polices as well as national laws. They have been the basis for many other privacy guidelines, for example, the EU privacy Directive 95/46/EC and APEC Privacy Framework.
SA3 is asked to accept this pCR for inclusion in the technical report on privacy.

2 References
[1]
http://www.oecd.org/internet/ieconomy/oecdguidelinesontheprotectionofprivacyandtransborderflowsofpersonaldata.htm#guidelines (accessed 2013-10-14)
3 pCR 
***
BEGIN CHANGES
***
Annex X (informative):
OECD privacy principles
x.1
OECD privacy principles
This clause contains the OECD privacy principles [X], which are examples of a commonly used and accepted set of privacy principles. These principles also serve as guidance for SA3 on aspects that need to be covered in the study. 
Editor's note: There is currently a discussion about updating the OECD privacy principles. If such updates are done during the present study, SA3 will consider them. 

x.1.1
Collection limitation principle

There should be limits to the collection of personal data and any such data should be obtained by lawful and fair means and, where appropriate, with the knowledge or consent of the data subject.

x.1.2
Data quality principle

Personal data should be relevant to the purposes for which they are to be used, and, to the extent necessary for those purposes, should be accurate, complete and kept up-to-date.

x.1.3
Purpose specification principle

The purposes for which personal data are collected should be specified not later than at the time of data collection and the subsequent use limited to the fulfilment of those purposes or such others as are not incompatible with those purposes and as are specified on each occasion of change of purpose.

x.1.4
Use limitation principle

Personal data should not be disclosed, made available or otherwise used for purposes other than those specified in accordance with clause x.1.3 except:

-
with the consent of the data subject; or

-
by the authority of law.

x.1.5
Security safeguards principle

Personal data should be protected by reasonable security safeguards against such risks as loss or unauthorised access, destruction, use, modification or disclosure of data.

x.1.6
Openness principle

There should be a general policy of openness about developments, practices and policies with respect to personal data. Means should be readily available of establishing the existence and nature of personal data, and the main purposes of their use, as well as the identity and usual residence of the data controller.

x.1.7
Individual participation principle

An individual should have the right:

-
to obtain from a data controller, or otherwise, confirmation of whether or not the data controller has data relating to him;

-
to have communicated to him, data relating to him within a reasonable time;

at a charge, if any, that is not excessive;

in a reasonable manner; and

in a form that is readily intelligible to him;

-
to be given reasons if a request made under subparagraphs(a) and (b) is denied, and to be able to challenge such denial; and

-
to challenge data relating to him and, if the challenge is successful to have the data erased, rectified, completed or amended.

x.1.8
Accountability principle

A data controller should be accountable for complying with measures which give effect to the principles stated above.

***
END OF CHANGES
***
