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Abstract of the contribution: There is a need in some forms of GCSE-based communication to be able to identify the transmitting party.  A key issue is proposed to highlight this.
**********START OF PROPOSED NEW TEXT FOR GCSE TR***********
5.X
Key Issue #X: Calling party authentication
5.X.1
Key issue details
In a Group Communication, a Receiving Group Member’s UE should be able to identify which Group Member(s) is currently transmitting to the group.  TS22.468 contains a requirement that “A Transmitter Group Member shall be uniquely identified to the Receiver Group Members”.

For example, in a public safety use case, the UE might display this to the user to allow them to easily identify communications from a commanding officer.

5.X.2
Security threats

There is a threat of spoofing of the identity of the talking party.

5.X.3
Security requirements
Receiving Group Members shall be able to identify current Transmitting Group Members, and be assured of the integrity of that identity.
**********END OF PROPOSED NEW TEXT***********
