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Abstract of the contribution: This pseudo-CR proposes some changes to Clause 4 “Proximity Services” of SA3 draft-TR on ProSe. 
Discussion
According to SA1 and SA2 WGs decisions, Public Safety Prose UE to UE Relay will not be included in Rel-12, so a change is proposed to the SA3 TR on ProSe, to keep the alignment. 
According to SA2 WG the ProSe Function is part of the EPS. Even though the reference point PC2 connects the ProSe Function with the ProSe App Server that may reside out of the EPC, it is foreseen that a mutual authentication between ProSe Function and ProSe App Server is needed, therefore the reference point PC2 can not be considered out of the scope of 3GPP. 

It is proposed that SA3 accept this pCR for inclusion in the Draft-TR on ProSe. 
Proposed pCR

***** First Change *****
4
Proximity Services

4.1
Overview of Proximity Services

4.1.1
ProSe Discovery

ProSe Discovery is a process which determines that ProSe-enabled UEs are in proximity of each other. Its use must be authorised by the operator, and the authorisation can be on a "per UE" basis, or a "per UE per application" basis. Similarly, the operator may also provide configuration data, e.g. the proximity criteria, for the use of ProSe Discovery, to a ProSe-enabled UE. The network controls the use of E-UTRAN resources used for ProSe Discovery for a ProSe-enabled UE served by E-UTRAN. ProSe Discovery can be used as a standalone process (i.e. it is not necessarily followed by ProSe Communication) or as an enabler for other services.

There are two different types of Prose Discovery, namely open and restricted. In open discovery, a UE may be discovered without explicit permission, while restricted discovery only takes place with explicit permission from the UE that is being discovered. 

4.1.2
ProSe Communication

ProSe Communication enables establishment of new communication paths between two or more ProSe-enabled UEs. The use of ProSe Communication must be authorised by the operator and it may take place over E-UTRA or WLAN. 

The network controls the use of E-UTRAN resources used for ProSe Communication for a ProSe-enabled UE served by E-UTRAN. In particular, according to policy a UE's communication path can be switched between an EPC path and a ProSe Communication path and a UE can also have concurrent EPC and ProSe Communication paths.

In addition there are several scenarios that only apply Public Safety usage:

-
ProSe Communication can start without the use of ProSe Discovery. 

-
Public Safety ProSe-enabled UEs establishing the communication path directly between them, regardless of whether the Public Safety ProSe-enabled UE is served by E-UTRAN, as well as being able to 

-
Public Safety ProSe-enabled UEs may participate in ProSe Group Communication or ProSe Broadcast Communication. ProSe Communication is also facilitated by the use of a ProSe UE-to-Network Relay, which acts as a relay between E-UTRAN and UEs not served by E-UTRAN. The use of this relay function is controlled by the operator.

-
ProSe Communication can also take place over a either a a ProSe UE-to-Network Relay, which acts as a relay between E-UTRAN and UEs not served by E-UTRAN.

4.2
Architecture for Proximity Services 

The high level ProSe architecture is given here for SA3 to study security threats, requirements and solution in this TR. This architecture is based on the Non-Roaming Reference Architecture given in Figure 4.3.1-1 of TR 23.703 [4], as shown below in Figure 1.
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Figure 1.  Non-Roaming Reference Architecture
For Discovery and Direct Communication, SA3 should study the security of reference points given below:

PC1: Between the ProSe Applications in UE and ProSe Application Server. It is used to define application level signalling requirements.
Editor’s Note: It is FFS if this is in scope of 3GPP SA3.  

PC2: Between ProSe Function and ProSe Application Server. It is used to define the interaction between ProSe App Server and ProSe functionality provided by the 3GPP EPS via ProSe Function. One example may be for application data updates for a ProSe database in the ProSe Function. Another example may be data for use by ProSe App Server in interworking between 3GPP functionality and application data, e.g. name translation. The entity of ProSe Application Server may reside in or out of the EPC.

PC3: It is used to define the interaction between UE and ProSe Function.  An example may be to use for configuration for ProSe discovery and communication.
PC4: Between EPC and ProSe Function. It is used to define the interaction between EPC and ProSe Function. Possible use cases may be when setting up a one-to-one communication path between UEs or when validating ProSe services (authorization) for session management or mobility management in real time.
PC5: Between UEs to have Direct Communication. It is used for control and user plane for discovery and communication, for relay and one-to-one communication (between UEs directly and between UEs over LTE-Uu).
PC6:  Between ProSe Functions. It may be used for functions such as ProSe Discovery between users subscribed to different PLMNs.Additional use of this reference point is FFS.

Editor’s Note: It is proposed to reuse the existing security mechanisms as much as possible for above interfaces.
***** End of the first Change *****
