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Title 

Architectural systems for security controls for preventing fraudulent activities in public carrier 

networks. 

 

Scope 

The Recommendation will describe architectural systems for security controls for preventing fraudulent 

activities in public carrier networks. This includes technical methods to: 

 provide guidelines for security features on internal (end-to-end) service provisioning, assurance and 

billing processes; 

 address security controls for preventing external fraud attacks affecting public carrier's customers and 

partners; 

 estimate losses (for example QoS, service degradation, etc.) due to fraudulent activities; 

This recommendation also provides guidelines for information exchange related to fraudulent activities. 

The template for the new item “Architectural systems for security controls for preventing fraudulent 

activities in public carrier networks” in Annex 1. 

It was agreed that an analysis would be prepared for the next meeting of similar work being done in 

other organizations (e.g. Telemanagement Forum and 3GPP) to indentify gaps which could be addressed 

in this work item and to avoid duplication. 

Annex: 1 
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