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Abstract of the contribution:
This contribution discusses one security key issue for the dynamically construction of the secure connection between the MTC device and MTC server.
1 Introduction
Based on last meeting discussion, SA3 agrees that the MTC feature “Secure Connection” refer to end-to-end security for the connection between MTC Device and MTC Server. So it has agreed to have secure connection requirement. Beside this, the secure connection may be changed when the MTC Device connect to other MTC Server. A key issue about the establishment of the secure connection has been proposed in this contribution. 
2 Key issue-MTC Device registration and configuration with MTC Server  
2.1 Issue Details

The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server. From the application aspect, the MTC device may change the connection between different MTC servers. So the secure connection between the MTC device and MTC server should be constructed dynamically.  
2.2 Security Requirements

For the secure connection between the MTC device and MTC server:

· At the initial connection, MTC device should first register on the MTC server, MTC server constructs parameters for the MTC device and then configure the MTC device with the parameters;

· MTC server should manage and maintain the parameters for the MTC device;
· MTC device should be able to cancel an established secure connection;

· MTC server should be able to cancel an established secure connection;

· When the secure connection is established, MTC device and MTC server should perform mutual authentication in the following M2M services;
3 Proposal

It is kindly asked SA3 to discuss and agree proposal in section 2 into NIMTC security TDoc.
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