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1
Introduction
During 3GPP SA3#58 a potential Work Item on Release 11 work for PUCI was presented and noted. The SA3 document let to a general discussion about the guiding design principals for potential further work in that area. Those were sketched in an offline e-mail discussion. During that discussion many items were identified, that need to be well understood before taking any normative actions. In this discussion paper we want to highlight and elaborate on those issue and propose a way forward.
2
Discussion
2.1
Placement of PUCI functionality
In the IMS network, there are several options how a PUCI functionality could be deployed. It may run as an IMS AS or as a special add-on to the S-CSCF. What kind of additional functionality would be needed for each approach from the network and the protocols (i.e. in particular SIP).
2.2 Media Flow and Interfaces

Depending on the placement for the PUCI functionalities and their processing, the flow for the PUCI information needs to be understood. The impacts to the existing IMS infrastructure and their backward compatability issues need to be studies. Will new interfaces be required or will the PUCI information be piggypacked onto existing interfaces and messages. The design criteria document indicates that there will be no new interfaces and no impact on the existing IMS infrastructure apart from the new filtering criteria and that the SIP functionality is extended. Is this sufficient and how does the extended SIP information flow will look like, where are the processing points for those.
2.3 Scope of the PUCI functionality

Would the scope of the PUCI functionality just be the initial identification or would also the scoring take place in the same functional entity? Would there be a central entity, collecting those scores and combining them and make them available to roaming partners or other entities (if yes to whom)?
2.4
IETF Extensions 
Depending on the outcome of the placement of the PUCI functionality, it might be needed to transport the scoring information using SIP, potentially also other data in more general terms PUCI related information. This would need extension to the SIP protocol to be done in IETF. Will the WID supporting companies take care of that?

2.5
AS to AS communication 

During the discussion in last SA3 meeting, potential AS to AS communication was mentioned. The purpose of the potential AS to AS communication is not clear. Is it to optimize data flows and to decrease the load on the main PUC nodes or is it to define AS with new functionalities. If PUCI information is directly exchanged between AS, then this may impose some user privacy risk, depending on the actually exchanged information. Should only some AS communicate with each other (e.g. those of the operator network)? We would like to understand the benefits of such an approach and the potential impacts.
2.6
User Interaction

The benefits of user interaction to the PUCI functionality need to be clearly understood. Users are no homogenous group that behaves in a consistent calculating manner. It needs to be taken into account that there is a large range of different types of user devices, which very different user interfaces. Hence, any kind of user interaction can only be motivated, but not more.

2.7
PUCI Scope

Which application software falls under the scope of PUCI? How to handle applications bought from application stores and that use SIP? What are the impacts of PUCI to those applications? It seems that PUCI scope at least encompasses all IMS services, but does it also apply to other services?
2.8 Source Identification

The problem of preventing source address spoofing when the UC source is in a non-IMS networks is still unsolved, but vital for the usefulness of the PUCI feature. In particular, it is unclear which authentication information needs to be generated and evaluated by which entities, i.e. there is an unsolved architectural issue. PUCI only within the closed IMS world is not good enough as the UC sources are like to be found outside the IMS.
2.9
Feasibility of PUCI Information and Scoring 

The feasibility of a PUCI Information System or PUCI Scoring System should be demonstrated by means of example semantics before standardizing the syntax of the mechanism. Otherwise, the usefulness of the mechanisms cannot be ascertained and we may end up specifying something that is not feasible in the end.
3
Summary and way forward
This paper presented highlights some of the issues identified with further PUCI work, where we believe that further study is appropriate and which are not covered sufficiently by the existing Technical Report.
As a way forward we suggest to take the design principles and refine them further. Those could then lead to qualified Technical Report containing the identified extensions needed to support PUCI functionalities.
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