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Abstract of the contribution:

This contribution aims to propose two key issues of NIMTC security.
1 Introduction
According to the first way in the way forward contribution, i.e. to do a TR in release 10 following SA’s guidance, this contribution aims to propose two requirements: Group based and secure connection for the TR. These two reuqirments can be judged related to MTC security from ths first sight. 
2 Analysis

2.1 Requirements-Group Based Optimization  
MTC device can be grouped together which may decrease the redundant signalling to avoid congestion. 
To enable this feature, some security requirements shall be considered:
· identify and specify group based authentication and key agreement optimization.
2.2 Requirements-Secure Connection
The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.

For the Secure Connection MTC Feature:

-
network security shall be provided for the connection between MTC Server and MTC Devices.
3 Proposal
It is kindly asked SA3 to discuss and agree section 2.1 and 2.2 into the TR.
