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1 Introduction
Based on last meeting discussion, there is a temporary document to discuss security about NIMTC. In the last meeting in the LS S3-100301, SA3 agreed that the MTC feature “Secure Connection” may be beneficial. It is the understanding of SA3 that this MTC Feature does not refer to hop-by-hop protection but to end-to-end security for the connection between MTC Device and MTC Server. Hence it was agreed to have secure connection requirement, but besides this, we also think the MTC device privacy should be considered. Thus a security requirement about MTC device privacy has been proposed in this contribution . 
It is proposed to include the following text to TDoc.

2 Analysis

MTC device privacy such as identity or the location information of the device has not been mentioned yet. Privacy protection requirement is also independent of network structure even though the detail protection solution depends on the network structure. Thus MTC device privacy should be protected when transferred through the 3GPP mobile network.
3 Proposal

It is kindly asked SA3 to discuss and agree proposal 3.1 in this section into the TDoc.
==================CHANGE OF BEGINNING====================
3.1
MTC device privacy should be protected

MTC device privacy should be protected. Without such protection in place, an attacker can track MTC device identity. To provide MTC device privacy, following requirement shall be met: 
· The MTC device privacy shall be protected when transferred through the 3GPP mobile network. 
====================CHANGE OF END========================
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