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Text from clauses 15.2.1 and 15.2.2 of TS 33.401, v9.3.0, is copied below and comments are inserted and highlighted in green. 

15.2.1
Authenticated emergency calls
15.2.1.1
General
UEs that are not in limited service state, shall initiate normal initial attach when not already attached to receive emergency EPS services.

The security mode procedure shall be applied as part of emergency call establishment as defined in TS 23.401 [2]. Thus, integrity protection (and optionally ciphering) shall be applied as for a non-emergency call. If authentication of the USIM fails for any reason <NSN: this restricts the reason for authentication failures to a mismatch of RES and XRES, but 15.2.1.2 below does not make this restriction. What about authentication failure determined by the UE?>, the emergency call shall be handled as in clauses 15.2.2 and 15.2.3 below. <NSN: 15.2.3 is void, but there is text about authentication failure during emergency call establishment also in 15.2.1.> Once the call is in progress with NAS and AS integrity protection (and optionally ciphering) applied, failure of integrity checking or ciphering (for both NAS and AS) is an unusual circumstance and  shall be treated as in the case of a non-emergency call.
15.2.1.2
UE and MME share a current security context

If the UE, which may be in LSM, is already authenticated and attempts to set up an emergency bearer, <NSN: would it not be better to speak of setting up an IMS emergency session as the latter may also start with a normal attach with normal bearer?> the UE shall use the already existing current EPS security context. <NSN: if a current security context already exists the UE must have been authenticated at some point in time, but it may have gone through several cycles of detach-attach in the meantime. So, how meaningful is it to mention “authenticated” here? Would it not be enough to mention the existing security context?>If the MME successfully validates the UE emergency barer setup request using the current EPS security context, the MME should accept the emergency bearer setup request. <NSN: there is no message called “emergency bearer setup request”. Is it an emergency attach request as defined in 23.401,  or a PDN connectivity request of type emergency, or any of these? The terminology should be aligned with 23.401 and 24.301.> 
If the MME attempts to authenticate the UE after receiving the emergency bearer setup request which was integrity protected by the current EPS NAS security context and the AKA authentication failed and if the serving network policy does not allow unauthenticated emergency call, the UE and MME shall proceed as for non-emergency calls as described in clause 6.1.1.
If the MME attempts to authenticate the UE after receiving the emergency bearer setup request which integrity protected by the current security context and the AKA authentication <NSN: “AKA authentication” is a pleonasm. Use either “AKA” or “authentication”, but not both.>failed and the serving network policy allows unauthenticated emergency call in LSM, then the UE and the MME behaviours are described below. 

If the AKA authentication fails during emergencry call set-up, <NSN: what does “during emergency call set-up” mean? Is it any time between sending an attach request and the successful completion of the call set-up at IMS level? > the UE is considered to be in LSM even though the UE could have been in normal service mode before the emergency call. <NSN: If the upper layers at the UE request an emergency call set-up, and the UE is in normal service mode, the UE would use a normal attach procedure. If then AKA failed the network would reject the attach request without knowing of the UE’s intent to set up an emergency call. The UE would then have to re-attach with an emergency attach request, and not with a normal attach request. This case should also be covered.> The emergency call will then proceed according to clause 15.2.2. <NSN: The preceding text says that the UE is considered in LSM, but 15.2.2 does not say that the NULL algorithms have to be applied to a UE in LSM. 15.2.2 only implies that this is permitted. 15.2.2 does not speak about the case of a shared current context at all, and 15.2.2.2 is, by its heading, only about the case when UE and MME share no current context. So, a clarification is needed. In fact, there would be a security gain if the existing context was continued to be used as then the call would remain protected against eavesdropping (passive attacks). On the other hand, if the continued use of the current context was allowed, why make this distinction between authentication failure during emergency call set-up and during a call? Anyhow, 24.301 does not make this distinction cf e.g. end of clauses 5.4.2.5 or 5.4.2.7 of 24.301. Should we not align here with 24.301 as there is no good justification for this distinction (which is not clearly defined here anyhow, cf. first comment in this paragraph)?>
If AKA is run during a call <NSN: “call” is an IMS concept, not an EPS concept. Better say: “while a PDN connection for emergency bearer services exists”>, the MME and UE will behave as follows:
UE behavior: 

After sending EC Indication to the serving nework the UE shall know of its own intent to make an Emergency Call. <NSN: all this text is under the condition “If AKA is run during a call…” so, the UE does not only intend to make an EM call, it is already doing it. So this sentence is superfluous.>
- Upon successful AUTN verification, the UE shall send User RES to the MME and shall start waiting for the SMC from the MME. <NSN: but what if the comparison of RES and XRES by the MME fails? Then, according to this text, the UE keeps waiting for an SMC as it is not stated anywhere that the MME should send an SMC reconfirming the existing shared current context. BTW no specific timer is started in the UE in the case of AKA success, so this condition “shall start waiting…” does not make too much sense. >
- Alternatively, upon AUTN verification failure, <NSN: AUTN verification failure is not the only cause for authentication failure in the UE, there are also: synch failure, AMF separation bit wrong.>,  the UE shall send Authentication Failure message to the MME.  The confluence of the EC Indication and the Authentication Failure message allows the UE to continue using the current security context.. <NSN: this would be a UE behaviour different from that in normal calls. This is fine, but does not seem to be reflected in 24.301 at the moment.>
MME behavior:

After receiving EC Indication from the UE, the MME knows of the UE’s intent to make an Emergency Call. <NSN: superfluous, same comment as for text on “UE behaviour”.>
- If the serving network policy requires emergency calls to be authenticated, the MME shall, after the unsuccessful comparison of RES to XRES, i.e. AKA failure, proceed as if the call was a normal call.,. The MME should not send an Authentication Reject message if AKA authentication failed and the serving network policy allows unauthenticated emergency call in LSM
- After receiving both, the EC Indication and the Authentication Failure message, the MME shall allow the use of the current security context with the UE for establishing an emergency bearer.
 <NSN: this text about “establishing an emergency bearer” is odd here as the reader was referred to 15.2.2 further above for the case of authentication failure while establishing an emergency bearer. So, the text should probably read here: “…the MME shall allow the continued use of the current security context with the UE.. Furthermore, this paragraph should be indented like the previous one.>  

<NSN: “shall allow the use…” suggests that other options are also allowed. What are these options? The NULL algos? This is not stated. (There is no reference to 15.2.2 here as there was above.) But if both options, use of current context and NULL algos, were allowed we would not need a different handling for AKA failures during and after EM set up. So, should it rather be: “shall continue to use…”?>
NOTE : 
In the case that NAS COUNT values are about to wrap around, and AKA fails, or if the MME is unable to fetch new authentication vectors, the call is handled as for non-emergency call as described by TS 24.301 [9].

15.2.2
Unauthenticated emergency calls
15.2.2.1
General
UEs that are in limited service state, shall initiate emergency attach to receive emergency EPS services. 

Authentication may fail for an emergency attached UE or normally attached UE when trying to make an emergency call.

As defined in TS 23.401 [2] and as a serving network option, emergency calls may be established in limited service mode without the network having to authenticate the UE or apply ciphering or integrity protection for either AS or NAS. 

The following are the only identified cases where the "security procedure not applied" option may be used:

a)
Authentication is impossible because the USIM is absent;

b)
Authentication is impossible because the serving network cannot obtain authentication vectors due to a network failure;

c)
Authentication is impossible because the USIM is in limited service mode in the serving network (e.g. there is no roaming agreement or the IMSI is barred, etc.);

d)
Authentication is possible but the serving network cannot successfully authenticate the USIM. 

If the ME receives a NAS SMC selecting EIA0 (NULL integrity) for integrity protection, and EEA0 (NULL ciphering) for encryption protection, then:

- the ME shall mark any stored native EPS NAS security context on the USIM /non-volatile ME memory as invalid; and 

- the ME shall not update the USIM/non-volatile ME memory with the current EPS NAS security context. 

These two rules override all other rules regarding updating the EPS NAS security context on the USIM/non-volatile ME memory, in this specification.

If EIA0 is used, i.e., the UE is in unauthenticated LSM; and the NAS COUNT values wrap around, and a new KASME has not been established before the NAS COUNT wrap around, the NAS connection shall be kept. 
NOTE: For unauthenticated emergencry calls, EIA0, i.e., null integrity algorithm, is used for integrity protection. Additionally, as the NAS COUNT values are allowed to wrap around, the initialization of the NAS COUNT values are not crucial. However, it is recommended that the uplink and downlink NAS COUNT values are set to start value (i.e. 0) in the UE and the MME for the first received NAS SMC. 
A UE with a 2G SIM shall be considered to be in unauthenticated LSM in E-UTRAN. A UE with a 2G SIM shall at an emergency call IRAT handover to E-UTRAN be considered to be in unauthenticated LSM. In such a scenario, EIA0 shall be used in E-UTRAN after handover. 

A handover from E-UTRAN to another RAT, of an unauthenticated emergency call, shall result in an unauthenticated emergency call in the other RAT.

15.2.2.2
UE and MME share no security context
If the MME attempts to authenticate the UE after receiving the emergency bearer setup request and the AKA authentication failed and if the serving network policy does not allow unauthenticated emergency call, the UE and MME shall proceed as for non-emergency calls as described in clause 6.1.1.
If the UE, which may be in LSM,   is not yet authenticated and while the UE is trying to setup an emergency call the AKA authentication failed, the UE shall wait for a NAS SMC command to set up an unautheticated emergency bearer. If the serving nework  policy supports unauthenticated emergency calling in LSM, only then the MME shall support unauthenticated emergency bearer setup. In this case, the behaviours of the UE and the MME are as described below.
The confluence of emergency call set-up and AKA authentication failure means that the UE is considered to be in LSM even though the UE could have been in normal service mode before the emergency call.
UE behavior: 

After sending EC Indication to the serving nework the UE shall know of its own intent to make an Emergency Call. 

- Upon successful AUTN verification, the UE shall send User RES to the MME and shall start waiting for the NAS SMC from the MME. <NSN: as mentioned in a comment to 15.2.1, after successful authentication verification, the UE does not wait for an SMC. Should not something different be expressed here, namely: “The UE shall accept a NAS SMC selecting EEA0 and EIA0 algorithms from the MME”?>
- Alternatively, upon AUTN verification failure, the UE shall send Authentication Failure message (see TS 24.301 [9]). to the MME. The confluence of the EC Indication and the Authentication Failure messages positions the UE to expect NAS SMC selecting EEA0 and EIA0 algorithms from the MME.

MME behavior:

After receiving EC Indication from the UE, the MME knows of that UE’s intent to make an Emergency Call. 
- If MME does not receive IMSI of the UE, the MME shall send NAS SMC with NULL algorithms to the UE.
<NSN: receive IMSI from where/when? Is this text referring to USIM-less emergency call? – Note that even if the UE provides its IMSI, the MME may not be able to authenticate the UE, e.g. when there is no roaming agreement with the UE's HPLMN, and no authentication vectors can be obtained.],
- After the unsuccessful comparison of RES to XRES, i.e. AKA failure, the MME shall send NAS SMC with NULL algorithms to the UE.

-  After the receiving of both, the EC Indication and the Authentication Failure messages, the MME shall send NAS SMC with NULL algorithms to the UE.

If the serving network policy does not allow unauthenticated emergency calling in LSM, the MME shall reject the unauthenticated emergency bearer setup request from the UE.

