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1. Introduction

This pCR introduces a scope of work for the Technical document S3-100302 on the security aspects of network improvements for machine type communication based on the objectives of the NIMTC WID
2. Background
The SA plenary has recently approved the SA1 Rel-10 technical specification on the service aspects of network improvements for machine type communications (TS 22.368). SA2 is studying the architectural aspects of these requirements (TR 23.888) and has recently identified a subset of three features and five SA1 service requirements (including security) that should be given priority for Rel10.
A study on the security aspects of NIMTC is needed based on the context provided by the SA1 and SA2 documents. The study should identify threats, determine security requirements, and propose solution options. 
Specifically, SA3 should consider studying the security aspects of NIMTC according to the list of services and features endorsed by SA2. The SA2-endorsed service list includes: Overload Control, Security Requirements, Subscription Control, Identifiers, and Addressing. The SA2-endorsed feature includes: Low Mobility, Time Controlled, and Monitoring.
3. pCR

The following pCR is for “living” Technical document, S3-100302, the Security Aspects of Machine-Type Communications. If, during or after SA3#59 it is decided to convert the “living” document S3-100302 into a TR, we propose that the pCR part below, if accepted for the “living” document S3-100302, should be included in the TR.

**************************** start of first change *****************************

1 
Scope 

This document describes the security aspects of the network improvements for machine type communications. 
This document is intended to analyze the security aspects of the network improvements for machine type communications.

Specifically, this document is intended to:

· Analyze the threats to the MTC system within the scope of the service requirements and use cases as specified in TS 22.368 and the proposed system improvements in TR 23.888

· Identify security requirements for the security threats
· Propose solutions to fulfil the security requirements

Machine-type communication aspects of (x)SIMs and/or new models for the management of (x)SIM are out of scope of this document.
**************************** end of first change *****************************
