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Abstract of the contribution:
This contribution discusses one security key issue for the usage of SMS in M2M application and corresponding security requirement is proposed.
1. Introduction

SMS is currently widely used for M2M applications and it is suitable for MTC device that infrequently transfer amounts of data that can be carried by SMS(s) with less system load compared to the usage of packet data bearers. SMS is delivered as signalling traffic, and thus its security depend on the hop-by-hop signalling security. So if the MTC device is within the domain of roaming operator, which is not seen as part of the trusted domain, the content of the SMS can be learned by the roaming operator. 
2. Security Requirement
The security of SMS under roaming situation should be considered.
3. Proposal

 It is kindly asked SA3 to discuss and agree section 2.
