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Abstract of the contribution:
This contribution discusses one security key issue, and an additional security requirements are proposed.
1. Introduction
Unlike the traditional hand-held terminal, many MTC devices are deployed somewhere without human’s attention.  So the MTC devices are easy to be exposed to dangerous and unexpected environment where any malicious user may get opportunities to physically approach the device. This contribution focuses on the security requirements raised from the threat of physical intrusion.
2. Analysis

2.1 Key Issues

2.1.1 Threats from physical attack
· The device maybe replaced, cloned or tampered
· The smart card maybe replaced.
2.1.2 Security Requirement
Network connectivity should be provided after the authentication of device as well as subscription..
3. Proposal

 It is kindly asked SA3 to discuss and agree section 2.
