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1. Introduction 

TS 22.368 in sub-clause 7.2.14.1 specifies the following requirement:

· The system shall be optimized to handle MTC Groups. It shall be possible to associate one MTC Device to more than one MTC Group.

We propose to accurately reflect that requirement in this living document as well. 
2. Proposal 

**********************START OF 1. CHANGE***************************

1. System Architecture
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Figure 1: System architecture for MTC

The MTC system architecture given in Figure 1 is based on TR 23.888 and is given here for better understanding of the threats in following section. Following is further description about the MTC system architecture:
1. MTC device and MTC server communicate through 3GPP network.

2. MTC devices can communicate through 3GPP network as a group unit to decrease the signaling.

3. MTC device can be associated with more than one MTC group. 

4. Every MTC device in a group is visible from the 3GPP network.

5. MTC server can communicate to 3GPP network by itself.

6. MTC server can be either inside or outside of the 3GPP network.

**********************END OF CHANGES***************************
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