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1. Introduction
This document contains information about the SA #47 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #47 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_47/Docs/
The draft SA #47 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_47/Report/
The SA3 status report slides (SP-100092) are attached. 

2. SA #47 Outcome on SA3 Submissions
Most of our CRs were approved without changes. 4 CRs were slightly revised.

Our CR to TS 33.223 in S3-100290 and the mirror in S3-100291 (Correction of private identity exposure and delivery of GPI to USIM/ISIM) were revised. It was seen that the reference to ETSI TS 102 221 is not needed, but that it is sufficient with a reference to 3GPP TS 31.101 (which in turn references ETSI TS 102 221). It was thus agreed to remove the reference to ETSI TS 102 221. The revised CRs were approved in SP-100218. It was also informed at SA that work on restructuring 3GPP TS 31.101 is ongoing (see the CT status report in SP-100118). 
One CR to TR 33.812 was editorially revised. S3-100029 contained an updated figure, but the old figure was not included as deleted in the CR. Furthermore, S3-100312 had an incorrect file name (incorrect CR number) in the CR package to SA (SP-100095). The revised CRs were approved in SP-100223. In addition, there was some discussion if the CR in S3-100318 was needed, since the TR is now approved. After some discussion, SA approved the CR. There was also a question about how much more work is needed for the TR. SA suggested that SA3 should rather focus efforts on other work areas at upcoming meetings, since the TR is approved and is viewed as being more or less complete.
There was a comment on our CR S3-100286 (Commercial Measures & additional Technical Measures to Protect against Bulk UC) to TR 33.937. The CR was approved as is, but SA3 was asked to review the text and consider whether the following sentence could be reformulated: “Moreover, new mobile services such as MMS, video telephony etc. would better not to repeat the approach of SMS which was launched without a well-founded commercial regime in place.”

Our IMS media security TR was approved in SP-100107. This means that the TR is now under change control, and further work towards the TR needs to be done with CRs.

The WI proposal on Lawful Interception in Release 10 was approved in SP-100108. The approved WID includes the work that was foreseen for Rel-9, and consequently SA agreed to stop the work on the Rel-9 LI WID.
3. SIP Digest
SA shortly discussed the SA1 Reply LS on addition of functionality relating to SIP Digest authentication in IMS (SP-100010). The LS was noted, and SA “reminded companies that common IMS requirements (including harmonised requirements) should be taken into SA WG1 who are responsible for this”.

4. Withdrawal of OSA Rel-9 Specifications

SA agreed to withdraw OSA Rel-9 Specifications according to the proposal in SP-100116, due to an earlier decision to transfer 3GPP OSA specifications to OMA maintenance and closure. Working Groups were asked to check their specifications, and remove any outdated references. The default handling is to refer to the latest valid versions of the OSA specifications. For SA3, it has been identified that at least TR 33.919 references OSA specifications. 
5. Network Improvements for Machine-Type Communication (NIMTC)
TS 22.368 (Service requirements for machine-type communications; Stage 1), was submitted for approval to SA #47. The approved version can be found in SP-100192. Some security requirements and security considerations are included in the TS. 
SA2 had input on the focus of Rel-10 NIMTC work in SP-100213. Based on discussion, SA sent an LS about Rel-10 priorities for NIMTC, see SP-100224. Security is listed as one of the prioritized functionalities. 
SA2 is progressing work on NIMTC through electronic means, using e-mail and the 3GPP WIKI:
http://wiki.3gpp.org/index.php?title=SA2%20NIMTC%20Offline%20Work&lang=en
Member companies are asked take the above into account, and are asked to be active in the e-mail/WIKI discussions, in order for us to also be able to progress on the security aspects.
6. BBF

A system wide WID was agreed on Support for BBF Accesses Interworking. The agreed WID can be found in SP-100222. The security aspects section contains the following statement:
“It is assumed that BBF will carry out a study on the requirements for a BBF access to comply with the trusted 3GPP access model defined in 3GPP TS 33.402.”

The Draft Report of the 3GPP/BBF/ATIS/TISPAN Workshop on Fixed-Mobile Convergence (FMC) can be found in SP-100011. Some security aspects were also discussed at the workshop.
7. TRs/TSs and Approved WIDs with Security Aspects

An SA1 WI on “Advanced IP Interconnection of Services” was approved in SP-100227. This WI is based on the recommendations of TR 22.893, which was approved at SA #46. The TR contains security requirements.
An SA2 study item on “S2b Mobility based on GTP” was approved in SP-100169. It is expected that “Any necessary security analysis will be undertaken by SA3”. 
The SA1 TR 22.947 “Study on Personal Broadcasting service” was approved in SP-100194. The TR includes some security considerations.
The SA1 TR 22.906 “Study on IMS based Peer-to-Peer Content Distribution Services” was provided for information in SP-100197. The study contains a section on potential security requirements.
8. Issues of interest in CT area

The CT status report was provided in SP-100118.

CT1 and CT4 have completed their work on IMS media plane security. The CT3 work is estimated to be 90% complete.

There is still some discussion ongoing about PLMN selection for emergency call in shared networks (related to K_asme and PLMN binding). RAN2 recommends that the UE shall try another PLMN if the first one did not support emergency service. The question raised by CT was whether such blind re-try process still fulfills the service requirement for emergency call. This will be further discussed in RAN and SA1. More details about this issue can be found from slide 17 in the CT status report.
9. Rel-8 CRs

The CT status report contained a request to stop most part of the Rel-8 changes (see slide 9 in SP-100118). Based on the discussion, TSG SA urged to only provide CRs to frozen releases which are necessary to prevent frequent and serious mis-operation of the system (so-called FASMO CRs).  
10. References to External Specifications

SA endorsed that references to external specification should be specific. This implies that when adding references to external specifications, the references should include version numbers or release numbers.
11. Rel-10 Schedule

SA kept the Rel-10 schedule unchanged: September 2010 for stage 2 freezing and March 2011 for stage 3 freezing. In addition, the proposal in SP-110114 was endorsed by SA. This implies that it is quite unlikely that any stage 2 exceptions for Rel-10 are approved at SA #49 in September. It was also noted that any exceptions which cause the RAN completion date to slip beyond December 2010 are unacceptable to TSG RAN.
In practice, this means that stage 2 security work for Rel-10 (with CT or RAN stage 3 impact) should be completed during the two upcoming SA3 meetings before SA #49 (SA3 #59 and SA3 #60). Member companies are asked to take this into consideration when preparing potential Rel-10/11 work items.

12. TSG and WG scheduling
SA initiated a discussion on TSG and WG scheduling at SA #46. Discussions continued over e-mail between the plenaries. There were proposals for single week plenaries or for having 3 plenaries/year, but these proposals were rejected. It was instead agreed to try to shift the timing of the plenaries to optimize for 6 regular WG meetings per year (SP-100220). This change is planned to take effect 2012. A proposal on this will be submitted to SA #48 in June.
