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1 Introduction

/TR33.828/ currently contains in its clause 5 a rather extensive list of requirements. It is obvious, that a solution will have to make certain tradeoffs with respect to these requirements.

E.g., it is considered unlikely that a solution exists that on the one hand fulfills very high security requirments, supports all SIP based call features as well as all different media transport protocols and at the same time is cost efficient and does not adversely affect the performance of the IMS services.
Another tradeoff is seen between the requirement for very high security from the end user perspective, while at the same time allowing "smooth" LI. (The IETF has solved this conflict by dropping LI requirements, see /ID-MediaSecReqs/.)
Another possible conflict was pointed out earlier, in S3-080100: "The requirement to support shared key conferencing seems somewhat in conflict with the requirements relating to the support of the forking and retargeting scenarios, because there, the goal is to prevent that a key is known to more than one recipient of the media." (The IETF has solved this conflict by dropping shared key conferencing, see /ID-MediaSecReqs/.)

Moreover, the list of requirements still contains various Editor' Notes or other remarks mentioning issues that may require further clarification. A major issue is e.g. the evaluation of the latest IETF requirements stated in /ID-MediaSecReqs/.
Trying to rework the list of requirements, clarify all the issues and then try to find an "all-satisfying" solution may result in an unreasonable delay of an IMS media plane security solution, and in consequence to a delay in the deployment and to a prolonged absence of media security. End users requiring media plane security may turn towards non-IMS based solutions during this time.
While the requirement description is still far from being in a final state, work on solution candidates is ongoing. It can be noted that some of these solutions seem to focus on individually selected short requirement lists (see clauses 6.1.1, 6.2.1 and 6.3.1 of /TR33.828/). However, it is clearly not desirable to have a bunch of different solutions fulfilling different requirement subsets. Rather, /TR33.828/ should provide kind of a "requirement summary", giving a short, high level guideline on the properties a solution should have. Descriptions of solution candidates should at least evaluate the compliance with these high level guidelines. 
2 Proposals
2.1 Proposal
We propose to add a section to /TR33.828/ stating the following:

"A solution cannot be expected to fulfill each and every requirement to the same, high degree. However, a solution shall provide a level of security that satisfies operators and the vast majority of users, and is a significant improvement compared to a "legacy" IMS and the PSTN. It shall cover well the most frequent use case, i.e. the peer-to-peer voice call. It shall be cost efficient, scale well for a large number of subscribers, shall not adversely affect the performance of IMS services and shall have minimal impact on existing networks. It shall allow interworking with non IMS-capable user equipment. It shall satisfy applicable LI requirements."
2.2 Proposal
We propose to adapt the structure of clause 5 of /TR33.828/ as follows:

Put the current text now within clause 5 into a clause 5.1 "List of Requirements"; adapt subclause numbering accordingly. Add a clause 5.2 "Requirement Summary" containing the text proposed above.

2.3 Proposal
We propose to include the following Editor’s note in clauses 6.1.1, 6.2.1 and 6.3.1:

“Editor’s note: It needs to be further clarified how the list of requirements in this subclause relates to the list of requirements in clause 5. As a minimum the proposed solution needs to be evaluated against the requirements summary in clause 5.2. Alternatively, the solution shall be evaluated against the full requirement list from clause 5.1.” 
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