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***** Begin of Change **** 

4.3.3.1.2.1 PKCS#10 with HTTP Digest Authentication 

HTTP Digest Authentication scheme [5] may be done with BSF shared key material the following way.  

- UE makes a blank HTTP request to the NAF 

- NAF returns a HTTP response with “WWW-Authenticate” header indicating that HTTP Digest Authentication is 
needed. Quality of protection (qop) attribute is set to “auth-int” meaning that the content in following HTTP 
requests and responses are integrity protected. 

- UE calculates the correct response to the “WWW-Authenticate” header using the identifier (base64 encoded) as 
the username and the session key K (base64 encoded) as the password. The session key K is has been previously 
derived from the key material Ks that resulted from using Ub interface. HTTP Digest Authentication parameters 
are returned in the “Authorization” header of HTTP Response. 

- NAF validates the “Authorization” header and upon successful validation, performs the requested task. In the 
corresponding HTTP response, NAF calculates the relevant values for “Authentication-Info” header, which is 
used to authenticate and integrity protect the NAF response. 

- UE validates the “Authentication-Info” header and upon successful validation, accepts the payload in the HTTP 
response. 

A PKCS#10 [1] based certification request is sent to the CA NAF using a HTTP POST request, which MUST be 
authenticated and integrity protected by HTTP Digest Authentication. 

Certificate is delivered using the HTTP response, which MAY be authenticated and integrity protected by HTTP Digest 
Authentication. The content-type of the HTTP response is either “application/x-x509-user-cert” or 
“application/vnd.wap.cert-response” as specified in [9]. 

The UE requests a CA certificate delivery by sending a plain HTTP GET request with specific parameters in the request 
URI . The request MAY be authenticated and integrity protected by HTTP Digest Authentication. 

CA certificate is delivered using the HTTP response, which MUST be authenticated and integrity protected by HTTP 
Digest Authentication. The content-type of the HTTP response would be “application/x-x509-ca-cert”. Note that the 
user should always be notified when a new CA certificate is taken into use. 

Key Generation 

If the private key is stored in a UICC (e.g.in a WIM) and the UICC demands a special authorization (e.g. from the 
Operator) to generate the key, the ME may need to peroform an HTTP POST request, which MAY be authenticated and 
integrity protected by HTTP Digest Authentication, to the NAF in order to deliver a nonce that is generated by the 
UICC. This will allow the NAF to authenticate directly to the UICC application and provide authorization for the key 
generation. 

***** End of Change **** 
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