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S3 wants to thank TR45 AHAG for a successful joint meeting. S3 further deliberated the issues
addressed during our joint meeting, and would like to bring to TR45 AHAG's attention the following
decisions and actions:

S3 will submit, for SA plenary 's approval, the requirement for a success authentication
report (as specified by TR45). The report shall be generated, at the option of the
HLR/AUC, after a successful security association is established. Specifically, a 3GPP
VLR/SGSN shall be required to support this functionality. The capability of requesting a
“success authentication report” capability shall be optional for a 3GPP HLR/AuC.

S3 will submit, for SA plenary ’s approval, the “TR-45 AHAG/TSG SA WG3
Recommendations for Joint AKA Control“, as agreed during our joint meeting in
Washington, DC.

The rogue shell attack, and the potential solutions that are currently being evaluated by
TR45 AHAG, will be addressed at our next S3 meeting in November 2000.

The capability to “revoke the current AV after current services are rendered (Non-service-
affecting)” will be addressed at our next S3 meeting in November 2000.

S3 will forward the SA’s decisions to the TR45 AHAG chair as soon as available.



