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**Comments**

This contribution proposes the general conclusion for AIoT system architecture and security aspects.

**Proposed Changes**

\* \* \* First Change \* \* \* \*

## X General conclusion

The following aspects are agreed for the normative phase:

 - A dedicated network for AIoT service shall be needed if the existing authentication framework (e.g., 5G-AKA, EAP-AKA’, other EAP methods for SNPN) is not reused. To secure the operator's core network, security isolation mechanism between the AIoT service domain and operator domain shall be needed (e.g.operators may choose to deploy a security gateway).

NOTE: If multiple domains exist in the deployment of the architecture, the above policy applies.

\* \* \* End of Changes \* \* \* \*