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1	Decision/action requested
Approve to include the PCR for the scope of TR33.700-32
2	References
NA	
3	Rationale
Propose an assumption on all wifi aps are untrusted in ATSSS-Lite solution.
4	Detailed proposal
pCR
***  BEGINNING OF 1st CHANGES  ***
[bookmark: scope][bookmark: _Toc116922483][bookmark: _Toc107826365][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]X	Security Assumptions
The use of N3IWF and TNGF are not applicable in the context of ATSSS-Lite feature as defined in TR 23.700-54 [aa]; thus, the terminology of trusted and untrusted WIFI APs does not apply.
[bookmark: _GoBack]NOTE: this assumption is only clarifying the term trusted or untrusted used since LTE from standard point of view. All the trusted or untrusted networks used or to be used in real word all may be impacted this study.
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