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1	Decision/action requested
Approve the pCR to the draft CR for TS 33.210
2	References
[1]	https://www.bsi.bund.de/SharedDocs/Downloads/EN/BSI/Publications/TechGuidelines/TG02102/BSI-TR-02102-2.pdf
3	Rationale
According to the guidelines in [1] by BSI, ffdhe2048 can only be used up to 2022 and psk_ke only up to 2026. Some TLS 1.3 libraries do not support ffdhe2048 and psk_ke due to the inadequate security. Thus, ffdhe2048 shall not be supported. 
4	Detailed proposal
*** Start of 1st Change ***
[bookmark: _Toc11168784][bookmark: _Toc35354709][bookmark: _Toc90988595]6.2.2	Profiling for TLS 1.3
TLS 1.3 shall support the following restrictions and extensions:
TLS cipher suites and Diffie-Hellman groups
-	The requirements given in section 9.1 of TLS 1.3 RFC 8446 [66] shall be followed. In addition:
-	Key exchange with secp384r1 should be supported.
-	Ffdhe2048 shall not be supported.
TLS signature schemes
-	ecdsa_secp384r1_sha384 should be supported.
TLS extensions
-	The requirements given in section 9.2 of TLS 1.3 RFC 8446 [66] shall be followed. In addition:
-	The OCSP Status extension (a.k.a. certificate status request), as defined in RFC 6066 [57] and RFC 8466 [66] should be supported.
*** End of 1st Change ***

