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**** Start of Change 1****
Annex X (normative): 
DTLS profiles for  GBA Ua
[bookmark: _Toc98841271]X.1	DTLS based protocols
[bookmark: _Toc26887088][bookmark: _Toc19783304][bookmark: _Toc91075131]X.1.1	General
This Annex covers the aspects specific to the DTLS profiles for GBA Ua.  
[bookmark: _Toc91075132][bookmark: _Toc26887089][bookmark: _Toc19783305]X.1.2	Shared key-based UE authentication with certificate-based AF authentication

X.1.3	Shared key-based mutual authentication between UE and AF
X.1.3.1	General
The TLS profile specified in TS 33.210 [13] clause 6.2 apply to DTLS 1.3[x].
X.1.3.3	Procedures for DTLS 1.3
The procedures and PSK identities given in clause 5.4.0.2 of TS 33.222 for TLS 1.3 are also applicable for DTLS 1.3, with the following changes.
	At step 1, If the DTLS client resides in the ME, Ks_(ext)_NAF shall be used as the GBA shared key. If the DTLS client resides in the UICC, Ks_int_NAF shall be used as the GBA shared key. In the selection of the GBA mode by the UE, AKA-based modes shall take priority over GBA_Digest.
	The UE derives the DTLS premaster secret from the NAF specific key (Ks_(ext)_NAF if the initiating DTLS client resides on the ME or Ks_int_NAF if the initiating DTLS client resides on the UICC).
 	PSK identities should be delivered via DTLS message.
Editor’s Note: The steps are to be updated to remove any dependency on application layer protocol (here HTTPS).
**** End of Change 1****
**** Start of Change 2****
[bookmark: _Toc359245352][bookmark: _Toc75189857]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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