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1
Decision/action requested

It is requested to approve the evaluation for solution #5
2
References

[1]
3GPP TR 33.870: “Study of privacy of identifiers over radio access”.
3
Rationale

The contribution presents an evaluation for Solution #5.
4
Detailed proposal

************ START OF CHANGES ************

6.1.5.3   Evaluation

The solution addresses the requirement of Key Issue #1.

The proposed solution addresses the requirement of Key Issue #1, Privacy aspects of variable length user identifiers. This solution is providing a means to privacy-protect, i.e., make encrypted lengths of identical SUPIs in NAI format unrecognizable to the attacker while supporting existing authentication mechanisms standardized in 5G.This solution works with already provisioned SUPIs in NAI format.

The solution has the following UE and Core Network impacts:

UE: The UE needs to be provisioned with a fixed length digital identifier by reusing existing mechanism that supports provisioning of Routing ID and other information (e.g., related to SUCI construction information). The UE needs to perform padding using the provisioned parameters.

UDM: The UDM need to be updated to strip/ignore the extension in the NAI username.
************ END OF CHANGES **********
