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1
Decision/action requested

It is requested to approve the new conclusion in this pCR.
2
References

[X]
3GPP TR 33.887 "Study on Security aspects for 5WWC Phase 2"
3
Rationale
There are several solutions (#5, #6, #7, and #8) for KI#4. Solution #7 is based on IEEE 802.11r standard (Fast BSS Transition) and has several benefits: 

· It leverages the fast transition provided by IEEE 802.11r, which is faster. For example, 802.11r carries FT information within the preauthentication and reassociation frames, allowsing a UE to connect to the second TNAP without requiring any EAP message (e.g., without requiring EAP Request/Identity). 802.11r also allows to bypass the WLAN 4-way handshaking, making it even faster. Solutions #5, #6, and #8 all require exchanges of some EAP messages (e.g., EAP Identity Request and Response, EAP notification, etc), and all require WLAN 4-way handshaking. 
· It relies on the security of IEEE 802.11r, which has been accepted by the industry. Solutions #5, #6, and #7 proposes proprietary fast reauthentication method, whose security has not been thorough reviewed. 
Therefore, this contribution proposes to conclude that Solution #7 is taken as the basis for normative work for for KI#4 in TR 33.887 [X] for security aspect of TNAP mobility without full authentication. 
4
Detailed proposal

SA3 is kindly requested to agree to the below pCR to TR 33.887 [X].

**** START OF CHANGE ****

7
Conclusions

Editor's Note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.X       Key issue #4: Security aspect of TNAP mobility without full authentication 
It is concluded that solution #7 is taken as the basis for normative work. 

**** END OF CHANGE ****
